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Administrationswerkzeuge

Windows Server 2003 liefert ein umfassendes Arsenal an Dienstprogrammen und Assisten-
ten, mit deren Hilfe Sie alle Administrationsaufgaben schnell und effizient erledigen kon-
nen. Am heutigen Tag lernen Sie die wichtigsten Werkzeuge und deren wesentlichen
Bedienschritte kennen.

3.1  Uberblick

In diesem Abschnitt werden die wichtigsten Gruppen von Administrationswerkzeugen vor-
gestellt.

Die Windows-Assistenten

Fiir den Administrator eine nicht zu unterschitzende Hilfe sind die Assistenten, die an vie-
len Stellen die Arbeit stark vereinfachen. Zusitzlich kénnen Sie damit eine hohere Sicher-
heit Thres Systems erreichen, wenn Sie beispielsweise einen Assistenten dann konsequent
einsetzen, wenn Sie mit den Details zu der betreffenden Funktion nicht 100%ig vertraut
sind. Die durch einen Assistenten vorgenommenen Standardeinstellungen werden in aller
Regel auf eine maximale Sicherheit hin ausgerichtet sein.

Serverkonfigurations-As x|

Yorbereitung )
Flhren Sie folgenden Schritte durch, damit der Server erfalgreich kanfiguriert wird, LE

Yergewissern Sie sich, dass Folgende Schritke durchgefihrt wurden, bevor Sie den Vorgang Fortsetzen,
®  Alle Modems und Metzwerkkarten sind installiert,

o Alle erforderlichen Kabel sind angeschlossen.

»  Die Internetverbindung wurde hergestellt, Falls dieser Server Fir Intermetkonnektivitat verwendet
werden soll.

»  Alle Peripheriegerste, wis 2, B, Drucker und externe Laufwerke, sind eingeschaltet,

®  Die Windows NET Server 2003 5ot Emmms s ye
ist Thnen bekarint.

Klicken Sie auf "weiter”, um die Metzwerkye  Warten Sie, wahrend die Netzwerkeinstellungen ermittslt werden, Dieser Yorgang
! erfordert mindestens eine Minute pro Netzwerkyverbindung auf diesem Server.,

Die Einstellungen fiir LAN-Verbindung werden ermittelt... Abbildung 3.1:
Der Serverkonfi-
gurations-Assis-
tent erlaubt das
schrittweise Hin-
zuftigen oder
Entfernen von
Funktionen
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Viele Assistenten erkliren sich selbst, sodass sie nicht separat in diesem Buch behandelt
werden miissen. Allerdings ist es niitzlich zu wissen, welche Assistenten fiir die wichtigsten
Aufgaben tiberhaupt verfiigbar sind und was sie »anrichten«. Deshalb werden diese in
Abschnitt Wichtige Assistenten ab Seite 71 vorgestellt und im Verlaufe des Buches immer
wieder in die Betrachtungen mit einbezogen.

Fir Standard-Einrichtungsaufgaben sollten Sie, wenn méglich, immer auf
einen der Assistenten zuriickgreifen. Das erspart Thnen unter Umstinden viel
Zeit und fithrt in der Regel zu einer funktionierenden Grundkonfiguration, die
Sie nachtriiglich an konkrete Erfordernisse anpassen konnen.

Die Microsoft Managementkonsole

Vorab die wichtigste Information zur Beruhigung: Fiir jede wichtige Funktion gibt es ein gra-
fisches Dienstprogramm — und was noch besser ist, die Mehrzahl dieser Programme gleicht
sichin der Bedienung. Das ist vor allem dem konsequent durchgesetzten Konzept der Micro-
soft Managementkonsole (MMC; von engl. Microsoft Management Console) zu verdanken.

Einstellungen zum Snap-In

[ B3]

"fii Standard-Domanensicherheitseinstellungen

Datei  Akkion  Ansicht 2
« = | @@| [2

L1 Konsolenstamm artme dTa

[ 5§ Default Domain Policy [DOTMET2.
=48 Computsrkanfigurstion

([ softwareeinstellungen

Meniieintrag "Ausfiihren” aus dem _Einstelung -

(L] windows-Einstellungen
i (22 Administrative Yorlagen
=] gﬁ Benutzetkonfiguration
(21 softwaresinstellungen
(231 windows-Einstellungen
- Administrative Yorlagen
[ windows-Komponente
42 Startmeni und Taskle
([ Desktop
(12 Systemsteuerung
(L] Freigegebene Ordner
(22 Metawerk
(23 system

-]

Startmenii entfernen

Eigenschaften anzeigen

Anforderungen:
mindestens Microsoft Windows 2000

Beschreibung:

Erméalicht das Entfernen des
Befehls "ausfihren” aus Startmend,
Internet Explorer und Task-Manager.

Folgende Anderungen treten auf,
wenn Sie diese Einstellung aktivieran:

(1) Det Befehl "Ausfihren” wird aus
dem Startmend entfernt.

fﬁ Ordner des Eenutz*s aus dem Startmen entfernen
-+ | = erkniipfungen und Zugriff auf Windows Update entf
£ Standardprogrammaruppen aus dem Startmend entfe

£ Symbol "Figene Dateien” aus dem Startmenii entferme—
54 Menisintrag "Dokuments" aus dem Startmend entFerr
3 Pragramme im Menit "Einstellungen” sntfernen

fﬁ "Netzwerkverbindungen” aus dem Starkmenil entferne
ﬁ Menleinkrag "Favariten” aus dem Startment entferne
4 Mend "Suchen” aus dem Startmeni entfernen

4 Menieintrag "Hife" aus dem Startmen entfernen
glMenue\ntrag "AusFihrer! sus dem Startmeni entfernen]

£ Symbol for "Eigene Bilder” sus dem Startmenil sntFerr
Symbol fir "Eigene Musik' aus dem Startmeni entferr
~| | 3

\ Erwsitert A Standard /

(| x

- \ \

Abbildung 3.2:

Die Management-
konsole Computer-
verwaltung

Statusleiste Hilfetext zum Eintrag

Strukturanzeige mit Zugriff auf die Snap-Ins

Die Managementkonsole ist selbst eine Windows-Anwendung, in welche so genannte
Snap-Ins eingebunden werden. Diese Snap-Ins sind die eigentlichen grafischen Werk-
zeuge, die dank der Managementkonsole tiber ein einheitliches Bedienschema verftigen.
Windows Server 2003 bringt fiir alle wichtigen Aufgaben bereits Snap-Ins mit, die in einer
Reihe vorgefertigter Managementkonsolen zusammengefasst worden sind.
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Neben den vorgefertigten Managementkonsolen kénnen Sie auch Ihre eigenen Konsolen
entwerfen. Diese lassen sich dann mit grafischen Mitteln sogar so gestalten, dass die Bedie-
nung noch weiter vereinfacht werden kann.

Weitere wichtige grafische Dienstprogramme

Neben den als Snap-Ins ausgefiihrten Dienstprogrammen gibt es weitere, konventionell als
Windows-Anwendungen implementierte Tools. Dies sind beispielsweise der fiir die direkte
Serveriiberwachung wichtige Task-Manager oder die mitgelieferte Datensicherungslésung.

% sicherungsprograr =1oixi

Auftrag  Bearbeiten A

xras 2

Wilkormen,  Sichem | Medien wiedstherstellen und verwaken | Auftége plaren |
|

Akivieren Sie das Kontrolkéstchen fir die Laufwerke, Ordner und [ R s pmeesmsre s ol x|
=l ][} Desktop Name Datei Optionen  Ansicht 7
=[] drbeitsplate 1 7 Absitsplatz =
O ) Figene Dateien | AmWendungen | Prozesse n | etemerk | Benutzer |
(1 % Netewerkumgebul - CpU-Auslastung—| [ Verladf der CPL-Auslastung

: EAS System Stale - _
#-[]1L) Eigane Datsien

[71% Metzwerkumgebung

~Auslagerungsdatei| [~Verlauf der Auslagerungsdatelauslastung

- Insgesamt |- Physikalischer Speicher (KE) | .
. Sicherungszel Sicherung: Handles 4917 || Insgesamt 327204 Abblldung 3.3:
f’ = Narmale Si Threads 306 || Verflghar 217976 . . :
[oat H| | 28 || systemcache 87516 WlChtlge gTdflSChe
Sicherungsmedium oder Dateiname: ~Zugesichertar Speicher (KB) —— ~Karnel-spaicher (kB) Dienstpro-
Biackup bkf Durchsuichen.. Insgesamt 90648 || Insgesamt 15644 . .
Grenzwert 796456 || Ausgelagert 599 gramme, die nicht
Maximalwert 102384 Micht ausgelagert BE4E
als MMC-Snap-

Prozssse: 26 |CPU-Auslastuna: 1%  [Zugesicherter Speichier: 90848K Ins ausgelegt sind

Die wichtigsten Programme werden am heutigen Tag niher vorgestellt.

Tools fiir den Einsatz an der Eingabeaufforderung

An die Verfechter der Eingabeaufforderung oder Unix-Umsteiger wurde ebenfalls gedacht.
Wie die ersten Windows-Versionen verfiigt Windows Server 2003 iiber eine Kommando-
zeile, tiber die Sie Dienstprogramme mit all ihren notwendigen Parametern starten kon-
nen. Fir alle wesentlichen Administrationsaufgaben, die Sie mit den grafischen
Dienstprogrammen erledigen konnen, gibt es ein passendes Kommandozeilen-Tool. Dazu
wurden dem Lieferumfang von Windows Server 2003 viele niitzliche Programme hinzuge-
figt, die fiir die Windows 2000 Serversysteme nur gegen Aufpreis im Ressource Pack ent-
halten waren.
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abeaufforderung

C:“Dokumente und Einstellungen“Administrator>dir sw
Datentrdger in Laufwerk C: ist SYSTEM
Uolumeseriennummer: SBBF-2376

Verzeichnis von GixDokumente und Einstellungen“Administrator

[.]1 [..1 [Desktop] [Eigene Dateien]
[Favoritenl [Startmeniil 8ti_Trace.loy

1 Dateifen2 B8 Bytes

6 Uerzeichnisd{se>, 2.537.791.488 Bytes frei

C:“\Dokumente und Einstellungen“Administrator>fsutil
——— Unterstiitzte Befehle ——-

) Abbildung 3.4:
Steuert das Dateisystemverhalten

Uerwaltet fehlerhafte Bits auf dem Uolume Mo, -~
Dat ezifische Befehle AT[ der Elnbabeauf
Hardlnvervaluns forderung kénnen

jektkennungverwaltung . e .
Kontingentverwaltung prmzzplell ebenfall.s

reparsepoint Analysepunktverwaltung .. .

sparse Steuert geringe Dateidatendichte alle Admmzstmtzons-

usn USH-Verwaltung

volume Uolumeverwaltung aufgaben erledigl‘
C:“Dokumente und Einstellungen“Administrator Werden

Damit ist Windows Server 2003 das erste Windows-Serverbetriebssystem von Microsoft,
welches standardmiBig komplett von der Kommandozeile aus administriert werden kann.

Automatisierung und eigene Tools

Neben diesen »fertigen« Hilfsmitteln kénnen Sie sich auch eigene Tools schaffen. Dazu
lassen sich die integrierten Programmiermoglichkeiten nutzen. Im Mittelpunkt stehen aus
Sicht des Administrators sicherlich die Scripting-Funktionen, mit deren Hilfe Sie den Auf-
ruf bestchender Dienstprogramme automatisieren oder sogar ginzlich neue Tools erstellen
konnen. Diesem Thema haben wir aufgrund der Komplexitit einen ganzen Tag gewidmet —

den Tag 20.

3.2 Wichtige Assistenten

Fiir zentrale Administrationsaufgaben gibt es einige Assistenten, die Sie kennen sollten. Sie
werden in diesem Abschnitt vorgestellt.

Serverkonfigurations-Assistent

Den Serverkonfigurations-Assistent konnen Sie folgendermalBen starten:

1. Wihlen Sie den entsprechenden Eintrag im Menii VERWALTUNG, welches Sie tiber
das Startmenii 6ffnen kénnen.

2. Geben Sie an der Eingabeaufforderung den Befehl Cys.exe ein.

n
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Der
1.

Assistent arbeitet dann wie folgt:

Priifung aller Netzwerkverbindungen auf korrekte Konfiguration
In Abbildung 3.1 auf Seite 68 schen Sie diesen Assistenten in dieser ersten Phase in

Aktion. Wird beispielsweise erkannt, dass eine Netzwerkverbindung getrennt ist, erhal-

ten Sie eine entsprechende Mitteilung. Sie kénnen dann entscheiden, ob der Assistent
fortfahren oder abbrechen soll.

Serverkonfigurations-Assistent x|

Mindestens eine Netzwerkverbindung auf diesem Server ist
zurzeit getrennt, Wenn eine Serververbindung nicht
funkkioniert, kann der Server ggf. nicht richtig konfiguriert
werden, Uberpriifen Sie vor dem Fortsetzen des Yorgangs, ob

alle verbindungen ordnungsgeman Funktionisren. Abbildllllg 3.5:
abbrechen | Ein Fehler in einer Netzwerkverbindung wurde
festgestellt

Ein Server, der iiber mehrere Netzwerkadapter verfiigt, kann fiir die erste Einrichtung
vielleicht noch nicht vollstindig an das Netzwerk angeschlossen sein. Dann ist es hilf-
reich, dass Sie den Assistenten mit einem Klick auf WEITER trotzdem fortfahren lassen
konnen.

Einrichten von Serverfunktionen

Nach dieser ersten Uberpriifung werden Sie zur Einrichtung der Serverfunktionen
gefiihrt. Einen Uberblick iiber diese Funktionen haben Sie bereits in Abschnitt Funk-
tionen stehen im Mittelpunkt ab Seite 63 kennen gelernt.

Serverfunktionen automatisch oder benutzerdefiniert einrichten

Die

Serverfunktionen lassen sich auf zwei verschiedenen Wegen einrichten. Der Assistent

bietet Ihnen im nichsten Dialogfenster folgendes an:

72

STANDARDKONFIGURATION FUR EINEN ERSTEN SERVER

Der Assistent iibernimmt vollautomatisch die erste Einrichtung des Servers. Dabei
wird eine neue Active Directory-Domine eingerichtet. Der Server fungiert dann als
erster Dominencontroller dieser Domine. Hinzu kommen weitere Einrichtungs-
schritte, um beispielsweise einen Internetzugang iiber den Server im gesamten Netz-
werk nutzen zu kénnen.

Sie sollten den Assistenten mit diesem automatischen Modus nur dann einset-
zen, wenn Sie ein Netzwerk neu einrichten wollen. Sie miissen dabei wissen,
was der Verzeichnisdienst Active Directory ist und wie die einzelnen Kompo-
nenten bis hin zum DNS mit diesem zusammenspielen. Unbedingt vermeiden
sollten Sie den Assistenten, wenn Sie den Server in eine bestehende Netzwerk-
struktur einbinden wollen — ob mit oder ohne Domiine.
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Wenn Sie sich neu mit dem Windows Server 2003 vertraut machen, brechen Sie den
Assistenten an dieser Stelle zunichst ab. An den nichsten Tagen erhalten Sie das not-
wendige »Riistzeug«, mit dessen Hilfe Sie Ihren Server optimal als Doménencontroller
in einer Active Directory-Domine einrichten kénnen. Sie kénnen danach entscheiden,
ob Sie dazu diesen Assistenten benutzen oder andere Wege gehen wollen.

Serverkonfigurations-Assistent

Konfigurationsoptionen
Sie kinnen eine typische Gruppe won Funkkionen zu diesem Server hinzufigen, oder Sie kinnen
diesen Server anpassen, indem Sie die hinzuzufigenden oder zu entfernenden Funktionen angeben.

Folgenden Setuptyp Fir die Konfiguration dieses Servers verwenden:

[l Standardkonfiguration Fiir einen ersten Serveri

‘wereinfacht das Einrichten eines neues Metzwerks, indem ein Standardsatz von Serverfunkkionen For
einen ersten Server hinzugefigr wird, Mit dieser Option wird dieser Server als Domanencontroller
eingetichtek, indem der Active Directory-Verzeichnisdienst installiert wird, Aulerdem werden der DMNS-
und DHCP-Server (Falls erfarderlich) Fir die IP-Adressverwaltung installiert, das Netzwerkrouting
konfiguriert und ein Sicherheitsfirewall akkiviert.

' Benutzerdefinierte Konfiguration

Passt diesen Server an, indem durchzufihrende Serverfunktionen {wie z. B. Dateiserver, Druckserver
oder Amwendungsserver) hinzugefligt werden. Sie kinnen mit dieser Option auch vorhandene .
Serverfunktionen vom Server entfernen, Abblldung 3.6:

Auswahl zwi-
schen einer voll-
automatischen
Standardein-
richtung und der
benutzerdefi-

= Zuriick I Weiter = I Abbrechen | Hilfe I nierten Konﬁgu-

ration

Dieser automatische Assistent und damit das Auswahlfenster (siche Abbildung
3.6) erscheinen nur dann, wenn

der Server noch nicht einer Domine angeschlossen oder als Doménencont-
roller eingerichtet ist,

Sie das Programm direkt am Server, also nicht iiber eine Terminalsitzung
aufrufen, und

der Server nicht als DNS-, DHCP- oder RAS-Server eingerichtet ist.

Weitere Voraussetzungen sind, dass mindestens ein Laufwerk mit dem Dateisys-
tem NTES formatiert sowie das Protokoll TCP/IP eingerichtet ist. Zu letztge-
nannter Bedingung ist zu beachten, dass eine feste [P-Adresse eingerichtet sein
muss. Erhilt der Server {iber einen DHCP-Server seine IP-Adresse, wird dieses
Dialogfenster ebenfalls nicht eingeblendet.
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BENUTZERDEFINIERTE KONFIGURATION

Die zweite Option startet ein Dialogfenster mit einer Liste der Serverfunktionen. Um
eine bestimmte Funktion, die noch nicht konfiguriert ist, einzurichten, markieren Sie
diese und klicken auf WEITER. Es startet dann der entsprechende Assistent, der Sie
durch die weiteren Schritte fiihrt.

Zum Verwalten von bereits eingerichteten Funktionen werden im rechten Bereich
weiterfiihrende Links angeboten, mit denen Sie die entsprechenden Administrations-
werkzeuge aufrufen konnen.

Wollen Sie dem Server eine bestimme Funktion wieder entziechen, reicht es aus, auf
die Schaltfliche WEITER zu klicken.

Serverkonfigurations-Assistent

Serverfunktion
Dieser Server kann zum Ausfiibren einer oder mehrerer Funktionen eingerichtet werden, Wenn Sie
mehr als eine Funktion zu diesem Server hinzufiigen méchten, kinnen Sie den Assistenten erneut
ausfihren.

whlen Sie eine Funktion aus. Sie kinnen noch nicht hinzugefigte Furktionen hinzufiigen und Funkkionen
entfernen, OfFnen Sie Software, wenn die gewinschte Funkkion nicht auFgefihrt ist,

Serverfunktion Konfiguriert | ~ Dateiserver

Date ef Ja

Druckserver Mein Dieser Server wurde als Dateiserver

Anwendungsserver (115, ASP.NET) Mein konFiguriert,

Mailserver (POP3, SMTF) Mein #ffnen Sie die Serververwaltung, urn

Terminalserver Mein diesen Server zu verwalten,

RAS/VPN-Server Mein ) ) _ _

Darmanencontraller (Botive Direckary) Mein Klicken Sie auf "wisiter”, um disse

DINS-Server Mein Funktion zu entfernen.

DHCP-Server Mein

Streaming Media-Server Mein

WINS-Server Mein
Abbildung 3.7:
Die einzelnen
Serverfunk-

tionen benutzer-

< Zurlick I hteiter > I Abbrechen | HilFe: I deﬁnlert

einrichten

An dieser Stelle sollten Sie noch keine weiteren Einrichtungsschritte unternehmen. Wenn
Sie dennoch einen Assistenten testen wollen, wihlen Sie die Funktionen Dateiserver oder
Druckserver. Die Einstellungen, die Sie dariiber vornehmen, sind unkritisch und beeinflus-
sen nicht das gesamte Systemverhalten des Servers.

Anders sieht es aus, wenn Sie beispielsweise einen DNS-Server oder einen Domiinencont-
roller mit Hilfe des Assistenten einrichten. Hierbei sollten Sie genau wissen, was der Assis-
tent im Hintergrund alles so einrichtet. Das gilt umso mehr, wenn Sie den Server in eine
bereits bestehende Netzwerklandschaft einbinden wollen.
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Assistent zum Installieren von Active Directory

Fir die Ersteinrichtung eines Servers fiir den Betrieb mit dem Verzeichnisdienst Active
Directory sollten Sie generell diesen Assistenten einsetzen. Der Assistent hilft Ihnen unter
anderem bei diesen Aufgaben:

Anlegen einer neuen, ersten Active Directory-Domdne: Dabei wird der Server zum ersten
Dominencontroller heraufgestuft und die Verzeichnisdatenbank eingerichtet.

Einrichten eines zusitzlichen Domdnencontrollers fiir eine bestehende Domdne: Der
Server wird zum Dominencontroller (DC) heraufgestuft und in eine bestehende
Domiine integriert. Dabei erhilt er eine Kopie der Verzeichnisdatenbank. Nach dem
Vorgang ist der neue Dominencontroller ein gleichberechtigtes Mitglied in der Reihe
der DCs dieser Domiine. Allerdings sollten Sie danach bestimmte Optimierungen an
der Konfiguration der DCs vornehmen. Zwar sind im Active Directory alle DCs
gleich, einige Rollen sind dennoch zwischen ihnen aufgeteilt.

Anlegen einer neuen, untergeordneten Doméine: Dominen kénnen im Active Directory
hierarchisch aufgebaut werden. Allerdings sollten Sie gute Griinde haben, mit mehre-
ren Dominen in Ihrem Netzwerk zu arbeiten. Fiir kleine bis mittlere Netzwerke, um
die es im vorliegenden Buch primir geht, sind solche Konstruktionen in aller Regel
nicht geeignet. Im Normalfall reicht es aus, eine einzige Domine anzulegen und in
dieser alle weiteren Untergliederungen mit Hilfe von Organisationseinheiten vorzu-
nehmen.

Komplexe Gebilde wie Gesamtstrukturen (engl. Forest) oder Domdnenstrukturen (engl.
Tree), die sich aus Konfigurationen mit mehreren Dominen ergeben kénnen, werden
deshalb in diesem Buch praktisch nicht weiter erértert.

Die erste Einrichtung einer Active Directory-Domine und damit eines Doménencontrol-
lers ist dank dieses leistungsfihigen Assistenten in wenigen Minuten erledigt. Allerdings
sollten Sie dabei einige Grundlagen wissen, welche am Tag 9 behandelt werden.

es auch nur die Namen fiir die Domiine oder die Domiinencontroller, nur noch
mit viel Aufwand nachtriglich dndern. Eine gute Planung ist deshalb unver-
zichtbar.

% Ist die Domine erst einmal angelegt, lassen sich viele Einrichtungsdetails, seien

Sicherungs- oder Wiederherstellungs-Assistent
Das Thema Datensicherung, in kleineren Netzwerken oft striflich vernachlissigt, wird mit

einigen neuen Werkzeugen und Funktionen in Windows Server 2003 relativ leicht
beherrschbar. Schon mit den Bordmitteln, wie dem bereits aus Windows N'T' 4 bekannten,
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aber grundlegend renovierten Tool Ntbackup.exe, konnen Sie vollautomatisch und zuver-
lidssig Datensicherungen auf Magnetbandgerite (Streamer) oder in Sicherungsdateien
anfertigen lassen.

Zwei neue Funktionen haben im Zusammenhang mit einer moglichst 100%igen Daten-
sicherung und einer schnellen Wiederherstellung im Falle eines Serverausfalls eine ent
scheidende Bedeutung:

Volumenschattenkopie: Anders als unter Windows 2000 Server kénnen jetzt Dateien
gesichert werden, die gerade durch ein anderes Programm gedffnet sind. Gesichert
wird natiirlich nicht die Fassung, die in diesem Moment im Arbeitsspeicher, beispiels-
weise an einem Clientcomputer, geladen ist. Aber es wird auf die letzte Version zuge-
griffen, die auf der Festplatte des Servers abgelegt ist. Fiir das Sicherungsprogramm
gibt es also keine Dateien mehr, die nicht gesichert werden kénnen. Das betrifft damit
alle Systemdateien.

Die Volumenschattenkopie-Technologie kann dariiber hinaus dazu benutzt werden,
gezielt Kopien von geinderten Dateien »aufzuheben«. Benutzer sind dann in der
Lage, auf frithere Versionen von Dateien zuriickzugreifen. Dazu muss der Administra-
tor nicht eingreifen. Ohne diese Technologie bleibt dem Administrator nur der her-
kommliche Weg tiber das Suchen und Zuriickspielen der Dateien aus einer
Datensicherung.

Am Tag 12 wird die Volumenschattenkopie-Technologie niher vorgestellt.

Automatische Systemwiederherstellung: Diese mit ASR (Automated System Recovery)
bezeichnete Funktion kann dazu benutzt werden, ein Serversystem im Notfall fast voll-
automatisch wiederherstellen zu kénnen. Benétigt wird dazu eine entsprechende
Datensicherung, die mit Hilfe der oben beschriebenen Funktion Volumenschatten-
kopie alle Dateien zuverlissig sichern kann. Beim Beginn des Systemstarts kann dann
die ASR-Funktion fiir die Wiederherstellung iiber einen Druck auf in Gang
gesetzt werden.

Sowohl die Datensicherung als auch die ASR-Funktionen sind dank ausgefeilter Assisten-
ten relativ leicht beherrschbar. Am Tag 21 werden Sie diese ausfiihrlich kennen lernen.

3.3 Die Microsoft Managementkonsole (MMC)

Nicht fiir jeden Einrichtungsschritt ist ein Assistent verfiigbar oder sinnvoll. Die iiberwie-
gende Zahl der grafischen Administrationswerkzeuge sind aber einheitlich strukturiert und
damit in ihrer Bedienung schnell beherrschbar, da sie nicht als eigenstindige Programme,
sondern als Snap-Ins fiir die Microsoft Managementkonsole vorliegen.
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Aufruf der vorkonfigurierten MMCs

Nach dem lokalen Anmelden am Server finden Sie eine Reihe von vorkonfiguriertem
Managementkonsolen im Startmenii, wenn Sie auf VERWALTUNG klicken.

Clusterverwaltung
= cComputerverwaliung

Administrator 2 Datenguellen [ODBC)
% Dienste
y
ggewewema.tmg . 1] Arbeitsplatz Ereignisanzeige
§5 Komponentendienste
[/ windows-Explarer Ba SystemsteUsrung » [ Leistung
4

@ Lizenzierung
5P Lokale Sicherheitsrichtlinie
B Microsaft \NET Framewark-Assistenten

Eingabeaufforderung

* % Drucker und Faxgersts
=)

P 0 Microsoft JNET Framework-Konfiguration
|, Editor -y
_éx 9) Hife und Support g Metzwerklastenausaleich-Manager
£ - [ Remotedesktops
‘V_j Paint =) suchen = Routing und RAS
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Abhiingig von den tatsichlich installierten beziehungsweise aktivierten Funktionen sind
hier verschiedene MMCs zu sehen. Die Konsole DNS wird beispielsweise erst dann in das
Menii eingebunden, wenn Sie den DNS-Server tatsichlich einrichten.

In den nichsten Abschnitten finden Sie eine Aufstellung der wichtigsten vorkonfigurierten
MMC:s, die Sie wahrscheinlich am hiufigsten fiir die Administration eines Windows Ser-
ver 2003 einsetzen werden. Neben den vorkonfigurierten MMCs sind im Bereich VERWAL-
TUNG des Startmeniis Eintréige fiir den Start von verschiedenen Assistenten eingerichtet.

MMCs fiir die allgemeine Verwaltung

Fir die Verwaltung des Serversystems selbst, also seiner Hardware und der sie steuernden
Betriebssystemkomponenten, stehen im Wesentlichen diese MMCs zur Verfiigung:

COMPUTERVERWALTUNG

In dieser MMC ist eine Reihe von Snap-Ins zusammengefasst worden, welche fiir die
tidgliche Arbeit des Administrators besonders wichtig sind.

7



s
3) Administrationswerkzeuge

Sie erreichen die MMC COMPUTERVERWALTUNG besonders schnell, wenn Sie
im Kontextmenti des ARBEITSPLATZ-Symbols im Startmenii (sekundire Maus-
taste klicken) den Punkt VERWALTEN wiihlen.

O Ccomputerverwaltung - |EI 5'

g Datei  Akbion  Ansicht  Eenster 2 |_ ﬂlil

e

hlamne

mSystem

@ Ereignisanzeige SDatEHSDEiChEI’

E Freigegebene Ordner &Dienste und Anwendungen
Lokale Benutzer und Grupper

Leistungsprotokale und War

izerdke-Manager

& Datenspeicher

: wiechselmedisn
Defragmentierung

: Datentragerverwalbung

E& Dienste und Anwendungen
@ Telefonie

i Dienste
g oot Abbildung 3.9:
4 | | ol Die MMC Computer-
| | | verwaltung

Im Abschnitt SYSTEM sind dies diese Eintriige:
EREIGNISANZEIGE: (siche nachfolgender Abschnitt)

FREIGEGEBENE ORDNER: Hier verwalten Sie alle Ordner-Freigaben auf diesem
Server. Dieses Thema wird am Tag 11 niher behandelt.

LOKALE BENUTZER UND GRUPPEN: Damit verwalten Sie die lokal an diesem Ser-
ver giiltigen Benutzer- und Gruppenkonten. Diese sind direkt vergleichbar mit
den Konten auf einem Windows 2000 Professional- oder XP Professional-System.
Richten Sie den Server als Doménencontroller im Active Directory ein, so werden
diese Konten nicht mehr hier verwaltet, sondern in der MMC ACTIVE DIREC-
TORY-BENUTZER UND -COMPUTER.

LEISTUNGSPROTOKOLLE UND WARNUNGEN: (siche nachfolgender Abschnitt)

GERATE-MANAGER: Hier finden Sie detaillierte Informationen zur eingesetzten
Hardware und zum Status der dafiir installierten Treiber. In Abschnitt Gerdte-
Manager ab Seite 247 wird dies niher behandelt.

Im Abschnitt DATENSPEICHER sind Snap-Ins fiir die Verwaltung der Datentréiger (Fest-
platten, Wechseldatentriger etc.) zusammengefasst:

WECHSELMEDIEN: Diese Anwendung kann fiir die Verwaltung von Wechselme-
dien wie Bindern fiir Sicherungs-Bandlaufwerke (Streamer) eingesetzt werden.
Dabei sind Funktionen fiir die Ansteuerung automatisch arbeitender Bandwech-

selsysteme integriert.
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DEFRAGMENTIERUNG: Die Festplatten-Datentriiger sind neben Prozessorleistung
und RAM die wichtigsten Leistungstriiger eines Serversystems. Mit diesem Pro-
gramm kénnen Sie diese einer Defragmentierung unterziehen.

DATENTRAGERVERWALTUNG: Das ist das zentrale Administrationstool fiir die Ver-
waltung von Datentrigern und logischen Volumes.

Diese und weitere wichtige Werkzeuge fiir die Datentriigerverwaltung des Windows
Server 2003 werden am Tag 5 eingehend unter die Lupe genommen.

Im Bereich DIENSTE UND ANWENDUNGEN sind diese Snap-Ins untergebracht:

TELEFONIE: Hier sind Snap-Ins fiir die Einrichtung und Verwaltung von Kommu-
nikationsfunktionen des Servers gemil TAPI (Telephony Application Program-
ming Interface) zu finden. In diesem Buch werden diese Funktionen allerdings

nicht behandelt.

WMI-STEUERUNG: Hier finden Sie einige spezielle Konfigurationsfunktionen fiir
die WMI-Schnittstelle Thres Serversystems (Windows Management Instrumenta-
tion). Diese sind fiir die normale Arbeit des Administrators kaum relevant und wer-
den deshalb ebenfalls nicht weiter behandelt.

INDEXDIENST: Fiir das schnellere Auffinden von Informationen kénnen Sie den
Indexdienst aktivieren und gezielt einrichten. Dies wird am Tag 17 ausfiihrlich
gezeigt.

DIENSTE: Mit diesem Snap-In konfigurieren Sie die Dienste des Serversystems. Am
Tag 7 wird dies niher erldutert.

MMCs fiir die Uberwachung des Servers

Da einem Server eine zentrale Rolle im Netzwerk zukommt, ist eine Uberwachung der
wesentlichen Systemfunktionen besonders wichtig. So kénnen Fehlfunktionen, die viel-
leicht zu einem baldigen Ausfall fiihren, frithzeitig erkannt oder gezielte Optimierungs-
MafBnahmen bei einer zu geringen Leistung ergriffen werden.

Die folgenden Snap-Ins stehen in vorkonfigurierten Managementkonsolen zur Verfiigung:

EREIGNISANZEIGE: Das ist eines der wichtigsten Werkzeuge fiir den Administrator, da
hiermit alle Ereignisse, welche die Systemkomponenten, die Sicherheit und Anwen-
dungen betreffen, protokolliert werden kénnen. In Abschnitt Die Ereignisanzeige ab
Seite 92 finden Sie dazu ausfiihrliche Informationen.

LEISTUNG: Fiir eine Analyse des Systemzustandes kommen Systemmonitore zum Ein-
satz. Damit kann grafisch angezeigt werden, wie einzelne Komponenten belastet sind.
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LEISTUNGSPROTOKOLLE UND WARNUNGEN: Die im Systemmonitor verwendeten
Leistungsindikatoren, beispielsweise zur CPU-Last oder zur Auslastung von Datentri-
gern, konnen hiermit protokolliert beziehungsweise mit Warnschwellen versehen wer-
den. Damit erhalten Sie ein Instrument, welches Sie rechtzeitig auf bestimmte
Zustinde hinweisen kann und so hilft, Fehlfunktionen vorzubeugen.

MMCs fiir die Netzwerk-Verwaltung

Fiir die umfangreichen Netzwerkfunktionen eines Windows Server 2003-Systems stehen

vor allem diese MMCs bzw. Snap-Ins zur Verfiiggung:

DHCP: Die Vergabe von IP-Adressen im Netzwerk kann mit Hilfe des Dynamic Host
Configuration Protocol (DHCP) automatisiert werden. Dadurch wird die Netzwerkver-
waltung wesentlich vereinfacht. An den Tagen 8 und 14 werden wir uns diesem
Thema umfassend widmen.

DNS: Grundlage eines Active Directory-Netzwerks ist ein funktionierendes Domain
Name System (DNS). Im Normalfall wird diese wichtige Funktion ebenfalls der Win-
dows Server 2003 iibernehmen. Am Tag 14 wird dieses Thema vertieft.

ROUTING UND RAS: Mit dieser MMC richten Sie Funktionen zum Verbinden von
Netzwerken oder zum Anschluss an das Internet ein. Am Tag 17 wird dieses Thema
behandelt.

MMCs fiir die Verwaltung des Active Directory

Die fiir die Verwaltung des Active Directory-Verzeichnisdienstes am meisten eingesetzte
MMC heifit ACTIVE DIRECTORY-BENUTZER UND -COMPUTER. Diese benutzen Sie bei-
spielsweise fiir das Einrichten von Benutzerkonten und zur Strukturierung des Verzeich-
nisses mit Organisationseinheiten. Das konkrete Vorgehen dazu ist unter anderem Inhalt
am Tag 10.

Die MMC ACTIVE DIRECTORY-BENUTZER UND -COMPUTER steht erst dann
am Server zur Verfiigung, wenn dieser zu einem Dominencontroller heraufge-
stuft worden ist. Sie kénnen dieses Snap-In aber auch nachtriglich auf einem
Mitgliedsserver oder einer Arbeitsstation einsetzen, wenn Sie hier die Server-
Verwaltungstools installieren. Dies wird in Abschnitt Server-Verwaltungspro-
gramme installieren ab Seite 89 beschrieben.

An einem Dominencontroller steht das Snap-In LOKALE BENUTZER UND GRUPPEN {ibri-

gens nicht mehr zur Verfiigung. Der Zugriff auf lokale Benutzerkonten wird damit unter-
bunden. Eine besondere Rolle spielt nur das lokale Administratorkonto, welches Sie im
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Notfall einsetzen, um beispiclsweise die Verzeichnis-Datenbank reparieren zu kénnen.
Weiterfithrende Informationen finden Sie zu diesem Thema am letzten Tag.

Diese beiden MMCs stehen fiir spezielle Verwaltungsaufgaben am Active Directory eben-
falls zur Verfiigung:

ACTIVE DIRECTORY-DOMANEN UND -VERTRAUENSSTELLUNGEN
ACTIVE DIRECTORY-STANDORTE UND -DIENSTE

Diese MMCs werden vor allem fiir die Verwaltung komplexerer Active Directory-Struktu-
ren benétigt, die aus mehreren Dominen zusammengesetzt sind oder sich iiber mehrere
geografische Standorte erstrecken.

Wenn Sie die Server-Verwaltungstools nachtréglich installieren, wie im nach-
folgenden Abschnitt gezeigt, finden Sie eine Managementkonsole ACTIVE
DIRECTORY-VERWALTUNG, in der diese drei MMCs sowie die MMC DNS
zusammengefasst sind.

MMCs fiir die Sicherheitsrichtlinien

Neben der Steuerung der Zugriffsrechte auf Daten und Programme iiber die Benutzerkon-
ten und Sicherheits-Gruppenzugehorigkeiten gibt es seit Windows 2000 ein weiteres
michtiges Administrationswerkzeug: Mit den Gruppenrichtlinien, speziell den Sicher-
heitsrichtlinien, kénnen Sie unter anderem festlegen, welche Einstellungen an bestimm-
ten Systemkomponenten oder dem Windows-Desktop vorgenommen werden sollen. So
konnen Sie beispielsweise im Startmenii den Eintrag AUSFUHREN ausblenden, wenn Sie
verhindern wollen, dass Benutzer eigenmiichtig dariiber Programme aufrufen.
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Verwaltung

Die folgenden MMCs stehen vorkonfiguriert zur Verfiigung:

LOKALE SICHERHEITSRICHTLINIE: Fiir die lokale Absicherung des Serversystems
besitzt dieses Snap-In eine besondere Bedeutung. Wird der Server allerdings in eine
Active Directory-Domiine integriert, ob als Mitgliedsserver oder als Doménencontrol-
ler, haben die Richtlinien auf Dominenebene stets Vorrang.

SICHERHEITSRICHTLINIE FUR DOMANEN: Betreiben Sie ein Netzwerk mit einer Active
Directory-Domine, konnen Sie hier die Richtlinien definieren, die global auf Ebene
der Domiine gelten sollen. Beachten Sie, dass diese Einstellungen Prioritit gegeniiber
allen lokal festgelegten Richtlinien haben.

SICHERHEITSRICHTLINIE FUR DOMANENCONTROLLER: Speziell der Absicherung von
Dominencontrollern dient diese MMC. Da diese eine besondere Bedeutung fiir den
Betrieb des Netzwerks haben, sollten sie auch speziell abgesichert werden.

Dieses Thema wird in Abschnitt Gruppenrichtlinien ab Seite 529 vertieft.

Figene Managementkonsolen anlegen

Sie finden fiir alle wesentlichen Administrationsaufgaben bereits vorkonfigurierte Manage-
mentkonsolen vor. Sie konnen aber ebenso Thre bevorzugten Snap-Ins in einer eigenen
Managementkonsole arrangieren und sich damit Thre Werkzeuge individuell zusammen-
stellen. Zusitzlich lassen sich sogar grafische Symbole zur Vereinfachung der Benutzung
in so genannten Taskpadansichten anlegen.
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‘%

Der grundlegende Aufbau einer MMC

Die Managementkonsolen-Anwendung ist so gestaltet, dass die Bedienung der Snap-Ins
einem einheitlichen Schema folgt. Die wichtigsten Elemente werden in der nachfolgen-
den Abbildung gezeigt.

Strukturanzeige mit Zugriff auf die Snap-Ins
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Abbildung 3.12:
Wesentliche
Komponenten
einer Manage-
mentkonsole

Die Strukturanzeige konnen Sie iiber einen Klick auf das entsprechende Symbol in der
Symbolleiste ein- und ausschalten. Die Registerkarte ERWEITERT, iiber die Sie Hilfetexte
zu Eintriigen erhalten, ist nur bei bestimmten Snap-Ins verfiigbar.

Snap-Ins in eine eigene MMC einbinden

Gehen Sie wie folgt vor , wenn Sie eine eigene Managementkonsole erstellen wollen:

1.

Starten Sie eine leere Managementkonsole, indem Sie im Startmenti auf AUSFUHREN
klicken und im dann folgenden Dialogfenster »mmc« eingeben.

Uber den Punkt SNAP-IN HINZUFUGEN/ENTFERNEN des DATEI-Meniis oder iiber
(strg)+(M] kénnen Sie Snap-Ins einfiigen. Die Auswahl treffen Sie aus der Liste der

angebotenen Snap-Ins.

Wihlen Sie das gewiinschte Snap-In aus und klicken Sie dann auf die Schaltflichen
HINZUFUGEN. Die meisten Snap-Ins lassen beim Einbinden die Auswahl zu, ob sie fiir
das lokale oder ein entferntes System eingesetzt werden sollen.
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Abbildung 3.13:
Eine leere
Management-
konsole

Abbildung 3.14:
Snap-Ins in die
Management-
konsole hinzufii-
gen

4. Soll das Snap-In ein entferntes System verwalten, geben Sie hier den Namen oder die
[P-Adresse des betreffenden Systems ein. Weiterfithrende Informationen finden Sie zu
diesem Thema in Abschnitt Server-MMCs auf einer Arbeitsstation einsetzen ab Seite 89.
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Abbildung 3.15:
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Erweiterungen zu Snap-Ins

Finige Snap-Ins bestehen aus mehreren Komponenten, die Sie gezielt aktivieren oder
deaktivieren kénnen. Ein Beispiel dafiir ist das Snap-In Computerverwaltung, in welchem
mehrere eigenstindige Snap-Ins zusammengefasst sind. Uber die Registerkarte ERWEITE-
RUNGEN des Dialogfensters SNAP-IN HINZUFUGEN/ENTFERNEN lassen sich diese Snap-Ins
ein- und ausschalten.

Wollen Sie beispielsweise aus der Computerverwaltung das Snap-In Defragmentierung ent-
fernen, deaktivieren Sie zuerst ALLE ERWEITERUNGEN HINZUFUGEN und danach den Ein-
trag DEFRAGMENTIERUNG.

Das macht im Beispiel des Snap-Ins Computerverwaltung dann Sinn, wenn Sie damit von
einer Arbeitsstation aus den Server administrieren wollen. Die standardmiBig beigelegte
Defragmentierungslosung kann nimlich als einzige Komponente dieses Snap-Ins nicht fiir
die Fernadministration eingesetzt werden. Dazu miissten Sie sich erst die Vollversion die-
ser Software beschaften.

Modi von Managementkonsolen

Vor dem Abspeichern einer Managementkonsole kénnen Sie noch einen so genannten
Konsolenmodus einstellen. StandardmiBig konnen selbst erzeugte MMCs von allen Benut-
zem geindert werden. Snap-Ins lassen sich damit entfernen, hinzufiigen oder hinsichtlich
ihrer Erweiterungen anpassen.
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Eigenstindig  Erweitsrungsn

Sie kinnen Snap-ln-Enweiterungen aktivieren. Sie konnen eine bestimmte
Erweiterung hinzufiigen. indem Sie das nebenstehende K.onballkastchen
markieren.
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Abbildung 3.16:

[ 0Kk | abbrechen | Erweiterungen eines Snap-Ins

gezielt auswdhlen

Uber die Auswahl eines passenden Konsolenmodus kénnen Sie dies wirkungsvoll verhin-
dern. Offnen Sie dazu das Dialogfenster OPTIONEN tiber das DATEI-Meni.

In

diesem Dialogfenster kénnen Sie neben dem Konsolenmodus eine passende Bezeich-

nung und ein alternatives Symbol festlegen. Ein anderes Symbol erhalten Sie iibrigens,
indem Sie iiber die entsprechende Schaltfliche eine beliebige Windows-Anwendung
anwihlen.

Die folgenden Konsolenmodi stehen zur Vertfiigung:

AUTORENMODUS: Das ist der Standardmodus. Die MMC kann nachtriiglich jederzeit
gedndert werden. Das betrifft sowohl die eingebundenen Snap-Ins, die geloscht oder
um weitere erginzt werden kénnen, als auch das optische Erscheinungsbild.

BENUTZERMODUS — VOLLZUGRIFF: Die eingebundenen Snap-Ins kénnen nicht mehr
modifiziert werden. Der Benutzer hat aber freie Wahl, was das optische Erscheinungs-
bild der Konsole betrifft. Er kann beliebig Fensteransichten starten und sich frei zwi-
schen allen eingebundenen Snap-Ins bewegen.

BENUTZERMODUS — BESCHRANKTER ZUGRIFF, MEHRERE FENSTER: Mit diesem
Modus kénnen Sie die Sicht gezielt auf ein einziges oder mehrere ausgewihlte Snap-
Ins beschrinken. SchlieBen Sie vor dem Speichern alle anderen Fenster von Snap-Ins,
die der Benutzer nicht sehen soll. Wenn er diese MMC dann 6ffnet, kann er nur noch
weitere Fenster fiir bereits bestehende Sichten 6ffnen.
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Abbildung 3.17:
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BENUTZERMODUS — BESCHRANKTER ZUGRIFF, EINZELFENSTER: Sie beschrinken so
die Managementkonsole auf genau eine Sicht, die der Benutzer nicht veréindern kann.
Dieser Modus empfichlt sich dann, wenn Sie die MMC auf eine ganz bestimmte
Administrationsaufgabe festlegen wollen. Es ist nur das Fenster verfiigbar, welches
beim Abspeichern aktiv gewesen ist. Der Benutzer kann keine weiteren Fenster 6ffnen.
Dieser Modus ist zu empfehlen, wenn Sie eine MMC grafisch mit Taskpad-Ansichten
gestalten und sichergehen wollen, dass der Benutzer die Konsole nur tiber diese Sich-
ten bedient.

Zusitzlich lassen sich fiir die drei Benutzermodi zwei weitere Optionen festlegen, welche
Anderungen und Anpassungen von Ansichten fiir eine Konsole betreffen:

ANDERUNGEN FUR DIESE KONSOLE NICHT SPEICHERN: Wollen Sie sichergehen, dass
die Konsole bei jedem neuen Aufruf immer gleich aussieht, aktivieren Sie dieses Kon-
trollkistchen. Anderungen, die ein Benutzer vorgenommen hat, werden damit nicht
mit abgespeichert.

ANPASSEN VON ANSICHTEN DURCH BENUTZER ZULASSEN: Deaktivieren Sie dieses
Kontrollkistchen, und aus dem Menii ANSICHT wird der Punkt ANPASSEN entfernt.
Damit werden Elemente wie Statusleiste oder Symbolleisten zu den Snap-Ins genau
festgelegt und konnen nicht mehr verindert werden.
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Fine Managementkonsole kénnen Sie jederzeit wieder im Autorenmodus 6ff-
nen, um Anderungen an ihr vorzunchmen. Klicken Sie dazu im Windows-
Explorer auf die Konsole iiber die rechte Maustaste und wiihlen Sie aus dem
Kontextmenti IM AUTORENMODUS OFFNEN. Alternativ konnen Sie die Konsole
tiber die Kommandozeile starten, indem Sie die Option /A mit tibergeben:
mmc MeineKonsole.msc /A

Speicherung von Managementkonsolen-Dateien

Fine fertig erstellte Managementkonsole konnte zunichst wie folgt aussehen:

"Hi Konsole1 - O] x
i

Datei  Akbion  Ansicht  Favoriten  Fenster 7

9 BB @

"Hi Konsolenstamm',Ereignisanzeige (Lokal) =]

bbbl 0 r

[:I Konsalenstarmrm ame I Typ | Beschreibung | Gril
@ Active Directary-Benukzer und -Computer | Arwendung Prot...  Anwendungsfehlereintrage 64,1

1] verzeichnisdienst Prot... Benutzerdef. Protokolfehler... 64,1
3| DMS-Server Prot...  Benutzerdef. Protokolfehler... 64,0

-

Active Directory-Domanen und -Yertrauen:
Datentragervenyaltung {Lokal)

g Defragmentierung Dateireplikationsdienst Prot... Benutzerdef, Protokolfehler... 64,0
= Sicherheit Prot...  Sicherheitsiberwachungsein... 1,0
System Prot...  Systemfehlereintrége 64,1
0| |l T Abbildung 3.18:
Eine individuell
erstellte MMC

Sie kénnen diese Managementkonsole dann tiber DATEI/SPEICHERN oder [Strg]+(S] an
einem beliebigen Ort ablegen. Damit Sie sie im Startmenti am Server unter VERWALTUNG
wiederfinden, sollten sie im Benutzerprofil hier abgelegt werden: STARTMENU / PRO-
GRAMME / VERWALTUNG.

Die Dateiendung von Managementkonsolen ist .msc. Die erzeugten Dateien sind sehr
klein, da sie lediglich Verweise auf die enthaltenen Komponenten wie Snap-Ins oder Acti-
veX-Controls enthalten. Damit eignen sie sich sehr gut, um beispielsweise iiber E-Mail
weitergegeben zu werden. Allerdings sollten Sie beachten, dass auf dem System, auf wel-
chem sie ausgeftihrt werden sollen, die betreffenden Komponenten installiert sein miissen.
Zur Installation der Snap-Ins fiir einen Windows Server 2003 auf einer Arbeitsstation fin-
den Sie weitere Informationen in Abschnitt Server-Verwaltungsprogramme installieren ab

Seite 89.



a9
Die Microsoft Managementkonsole (MMC) 3

Server-MMCs auf einer Arbeitsstation einsetzen

Die Technologie der Managementkonsolen und ihrer Snap-Ins ist entwickelt worden, um
dem Administrator die Arbeit zu erleichtern. Dazu gehoren die ausgefeilten Moglichkeiten
zur Fernadministration. Die meisten mitgelieferten Snap-Ins sind so programmiert, dass sie
fiir entfernte Systeme ausgefithrt werden kénnen. Das kann ein Windows Server 2003 oder
eine andere Windows-Arbeitsstation sein. Eine volle Unterstiitzung der Managementkon-
sole und ihrer Technologien wird ab Windows 2000 geboten. Windows N'T' 4-Systeme las-

sen dies nur mit Einschrinkungen zu.

Nachfolgend finden Sie die notwendigen Informationen, wie Sie eine Arbeitsstation unter
Windows 2000 Professional oder Windows XP Professional so einrichten, dass Sie alle
wichtigen Administrationswerkzeuge fiir den Windows Server 2003 von hier aus verwen-
den konnen. Damit sparen Sie sich fiir die meisten Arbeiten den Gang zum Serversystem
selbst.

dienste von Windows Server 2003 zu nutzen. Dieses Thema wird am Tag 4 ein-

Eine andere Alternative fiir die Fernadministration besteht darin, die Terminal-
é gehend behandelt.

Server-Verwaltungsprogramme installieren

Bevor Sie die Server-Managementkonsolen auf Threr Arbeitsstation aufrufen kénnen, miis-
sen Sie bestimmte vorkonfigurierte Managementkonsolen und Snap-Ins nachinstallieren.
Die MMC Active Directory-Benutzer und -Computer beispielsweise steht standardmibBig
unter Windows 2000/XP Professional nicht zur Verfiigung. Alle zur Verwaltung eines Win-
dows Server 2003 notwendigen MMCs und Snap-Ins und damit die zur Verwaltung von
Active Directory-Domiinen finden Sie als installierbares MSI-Paket (Microsoft Installer) auf
der Installations-CD.

Gehen Sie wie folgt vor, um dieses Paket zu installieren:

1. Legen Sie die Installations-CD zum Windows Server 2003 ein und 6ffnen Sie hier
iiber den Windows-Explorer das Verzeichnis 1i386.

2. Doppelklicken Sie auf das Windows Installer-Paket Adminpak.msi. Nach Bestitigung
eines Hinweisfensters beginnt sofort die Installation.

Leider erlaubt dieses Installationsprinzip kein Selektieren einzelner Komponenten. Es wer-
den grundsitzlich »in einem Rutsch« simtliche MMCs mit den neuen Snap-Ins auf dem
Zielsystem installiert und eingerichtet — ob Sie das wollen oder nicht.
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i Setu p-Assistent fiir Windows Server 2003 - Verwaltungsprogramme

Installationsvyorgang

Die Komponenten der Windows Server 2003 - Wenwaltungsprogramme werden
jetzt installiert.

Komponenten der Windows Server 2003 - Venwaltungzprogramme werden verifiziert,

Abbildung 3.19:
Die Verwal-
tungspro-
gramme werden
auf einer Win-
dows XP-Arbeits-
station
installiert

Zur Deinstallation der Verwaltungsprogramme 6ffnen Sie die SYSTEMSTEUERUNG und
wihlen Sie das Applet SOFTWARE. Hier finden Sie in der Liste der installierten Programme
einen Eintrag WINDOWS WINDOWS SERVER 2003 — VERWALTUNGSPROGRAMME. Markie-
ren Sie diesen und klicken Sie dann auf ENTFERNEN.

Snap-Ins fiir entfernte Systeme anwenden

So kénnen Sie ein Managementkonsolen-Snap-In mit einem entfernten System verbinden:

1. Markieren Sie in einer gestarteten Managementkonsole das betreffende Snap-In und
wihlen Sie den Meniipunkt AKTION/VERBINDUNG ZU ANDEREM COMPUTER HER-
STELLEN. Sie finden diesen Punkt im Kontextmenii zum Snap-In (rechte Maustaste).

2. Geben Sie im dann erscheinenden Dialogfenster den Namen oder die IP-Adresse des
entfernten Systems an.

Wenn die Verbindung hergestellt werden konnte, konnen Sie die Funktionen des Snap-Ins
genauso benutzen, als wiirden Sie lokal am Server arbeiten.

Damit Sie nicht erst nachtriiglich eine Verbindung zum Server herstellen miissen, kénnen
Sie beim Anlegen einer eigenen Managementkonsole die Snap-Ins gleich mit einem ent-
fernten System »fest« verbinden. Dies wurde bereits in Abschnitt Snap-Ins in eine eigene
MMC einbinden ab Seite 83 gezeigt.
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Computer auswahlen @

‘wiahlen Sie den Computer, den dieses Snap-In verwalten soll.

Dieses Snap-n venwaltet:

() Lokalen Computer [Computer, auf dem diese Konsole ausgefiibt wird)

() Anderen Computer: “hdotnetd

Abbildung 3.20:
Verbindung eines Snap-Ins
[ oK, ] [ Abbrechen ] zu einem entfernten
System herstellen

] Ereignisanzeige E]@

Datei  Akfion  Ansicht 7

« BmEEFDE 2

Ereignisanzeige {doknetZ) Anwendung 126 Ereignis{se)
i) Anwendung Typ [ Datum [ Uhrzeit | tuelle Kal 4|
] Verzeichnisdienst (ENrformationen 05.01.200%  0R:1744 Scech Ko
g:iif::‘::;tims et (Dirformationen 08.01,2003  06:17:25  ESENT Pre
cicherhait @mfnrmatinnen 05.01.2003 06:17:24 ESENT Prc Abblldung 321
System @mfnrmatinnen 08.01.2003 06:17:23 ESEMT Prc ,
] (ENrformationen 0R.01.2003  D6:17:22 ESENT alle Die Managementkonsole
Informationen  08.01,2003 06:17:21 LoadPerf Kei . . . .. 3
%Infnrmatlnnen 08.01.2003 06:17:20 LoadPerf Kei Erelgnlsan'zelge fur etnen
(Erformationen 02.01.2003 081719 LoadPerf el Windows Server 2003
A Trfrprnsbinman 020120072 net7e | rarADef veil
5] unter Windows XP

Professional

Damit Sie vollen Zugriff mit den Snap-Ins auf den Server erhalten, miissen Sie
die zugehorige Managementkonsole mit den entsprechenden Administrator-
rechten ausfithren. Dies wird im nachfolgenden Abschnitt niher erlédutert.

MMCs mit Administratorrechten ausfithren

Um alle Funktionen eines Snap-Ins fiir ein Serversystem nutzen zu kénnen, miissen Sie
dieses als Benutzer mit Administratorrechten aufrufen. Wenn Sie an einer Windows 2000
Professional- oder Windows XP Professional-Arbeitsstation nicht als Administrator ange-
meldet sind, koénnen Sie dies iiber den Aufruf der Managementkonsole unter einer ande-
ren Benutzerkennung erreichen, ohne dass Sie sich erst umstindlich ab- und wieder
anmelden miissen. Sie haben dazu diese beiden Moglichkeiten:

Klicken Sie im Startmenii unter ALLE PROGRAMME/VERWALTUNG auf den entspre-
chenden Eintrag fiir die Managementkonsole mit der alternativen Maustaste und hal-
ten Sie dabei die [o]-Taste gedriickt. Wihlen Sie im dann erscheinenden
Kontextmenii den Eintrag AUSFUHREN ALS. Sie kénnen hier als Benutzer den Admi-
nistrator mit seinem Kennwort angeben und starten so die Managementkonsole mit
dessen Rechten.
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Wenn Sie die Managementkonsole von der Kommandozeile aus starten wollen, kin-
nen Sie das Dienstprogramm Runas.exe verwenden, um es in einem anderen Benut-
zerkontext laufen zu lassen. Ein Aufruf der Managementkonsole Ereignisanzeige
konnte beispielsweise so aussehen:

Runas /user:Administrator "mmc.exe %SystemRoot%\system32\eventvwr.msc /s"

Verschiedene Verwaltungswerkzeuge fiir das Active Directory funktionieren
erst dann von einer Arbeitsstation aus, wenn diese selbst in das Verzeichnis ein-
gebunden ist. Zusitzlich ist es notwendig, dass Sie sich als Doméinen-Benutzer
mit entsprechenden Administratorrechten angemeldet haben.

3.4 Die Ereignisanzeige

Die Managementkonsole Ereignisanzeige ist eines der wichtigsten Administrationswerk-
zeuge. Wenn Sie Fehlfunktionen oder Stérungen am Server vermuten, sollten Sie zuerst
einen Blick in eines der hier gefiithrten Protokolle werfen. Sie finden die Ereignisanzeige
im Startmenii am Server unter PROGRAMME/VERWALTUNG sowie als Teil der Manage-
mentkonsole COMPUTERVERWALTUNG, die Sie tiber das Kontextmenii zum Symbol
ARBEITSPLATZ starten kénnen. Wie bereits beschrieben, kénnen Sie das Snap-In Ereignis-
anzeige auch in eine eigene Managementkonsole einbinden.

E Computerverwaltung ;|g|5|
g Datei  Akkion  Ansicht  Fenster 2 |;|i|i|
o | BE B @

@ Computerverwaltung (Lokal) Mame Tvp | Beschreibung

E‘ m System Anwendung Prot,..  anwendungsfehlereintra

a Ereignisanzeige

4l Freigegebene Crd
¥ Leistungsprotakols
4, Gerdte-Manager Datei  Akkion  Ansicht 7

@@tenspewcher - - ‘ | | @

&y wechselmedien

verzeichnisdignst Prot...  Benutzerdef, Protokollfel

Ereignisanzeige -0l =l

i Defragmentierung @ Ereignisanzeige {Lokal) System 282 Ereignis{se) Abblldung 322
= Datentrigerverws i| Anwendung Uhrzeit Das Snap-]n
B§ Dienste und Arwendu §| sicherheit o Ereioni .
- reignisanzeige
: 3:::?;hnis ot Dirformatioren 08.01,2003  07:19:48  Ser . g . 8
1 DS Server EIrformationen 08.01.2003  07:19:48  Ser n einer eigenen
= §| Dateireplikationsdienst & wiamung 06.01.2003  07:1%:42 st MMC sowie als
W v srrnine n= N1 znnz Ne:a7:a5 I ,
I ’ Teil der Compu-
| | | terverwaltung

Das von Windows NT bekannte Programm Eventvwr.exe kénnen Sie unter Windows Ser-
ver 2003 ebenfalls aufrufen. Allerdings wird damit die Managementkonsole Ereignis-
anzeige gestartet.
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Mit Hilfe des Kommandozeilen-Tools Eventcreate.exe konnen Sie unter Win-
dows Server 2003 sehr einfach eigene Ereignismeldungen erzeugen. Meldun-
gen, die Sie aus Kommandozeilenprogrammen, eigenen Skripts oder zeit- bzw.
ereignisgesteuert vorher vielleicht in eine Textdatei (»Logdatei«) geschrieben
haben, sind nun in die zentralen Ereignisprotokolle integrierbar. In Abschnitt
Eigene Ereignismeldungen erzeugen ab Seite 100 finden Sie dazu weiterfiih-
rende Informationen.

Nicht minder interessant sind zwei weitere neue Tools:

Eventtriggers.exe: Mit diesem Programm konnen Sie auf bestimmte Ereignisse reagie-
ren wie beispielsweise das Knappwerden von Speicherplatz auf einem Laufwerk. Tritt
dieses Ereignis ein, konnen Sie ein beliebiges Programm oder Skript zur weiteren
Behandlung starten.

LEventquery.vbs: Dieses Skript eignet sich, Ereignismeldungen aus einem oder mehre-
ren Protokollen herauszufiltern und zur Anzeige oder zur Speicherung in eine Datei
zu bringen.

Die einzelnen Protokolle

Die Ereignisanzeige umfasst bei einem Windows Server 2003 meist diese sechs Protokolle,
die nachfolgend niher vorgestellt werden.

Anwendungsprotokoll

Im Anwendungsprotokoll erscheinen Meldungen von Anwendungsprogrammen. Aller-
dings finden Sie hier bereits Eintrige, wenn auf lhrem Serversystem zusitzlich zum
Betriebssystem noch gar keine weiteren Programme installiert sind. Diese Eintriige werden
also auch von diversen Systemkomponenten generiert. Allein der Programmierer entschei-
det, ob eine Meldung seines Programms im System- oder im Anwendungsprotokoll
erscheinen soll.

Sicherheitsprotokoll

Dieses Protokoll hat fiir ein Serversystem eine besondere Bedeutung. Unter Windows 2000
Server miissen erst bestimmte Einstellungen an den Sicherheitsrichtlinien vorgenommen
werden, damit das Protokoll gefiihrt wird. Mit Windows Server 2003 ist dies nun anders.
StandardmiiBig sind hier die wichtigsten Uberwachungsfunktionen aktiviert.
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Fir einen Dominencontroller konfigurieren Sie diese iiber die Managementkonsole
Sicherheitsrichtlinie fiir Domdnencontroller, welche Sie am Server direkt iiber das START-
MENU/ALLE PROGRAMME/VERWALTUNG aufrufen kénnen.

"Hi Standard-Doménencontroller-Sicherheitseinstellungen -3 =l

Datei  Akkion  Ansicht 7

o Bl *xB|R

D Konsolenstarnm 4 | | Richtlinie  # | Richtlinieneinstellung
£ & DeFaul Domain Controllers Policy [DOTMET. cor [&#] active Directory-Zugriff therwachen  Erfolgreich
Computerkonfiguration Anmeldeereignisse iberwachen Erfolgreich
(3 softwareeinstelungen Anmeldeversuche iberwachen Erfolgreich

= O WIgi:?stfIFSstt:r"tu.r:ge:nterfahren) Kontenverwaltung iiberwachen Erfolgreich
& Sichirheitse\nstellun on Objektzugriffsversuche berwachen  Keine Oberwachung i
Kantorichtlinien ? Prozessverfolgung tberwachen Keine Uberwachung Abblldung 3.23:
Lokale Richtlinien Rechteverwendung iberwachen Keine Uberwachung Die Standard-
p————— Richtlin\enénderungen (iberwachen Erfolgreich o .
uweisen von Benutzerrechl Systemereignisse Gberwachen Erfolgreich Uberwachungs

&l sicherheitsoptionen _ILI emstellungen
| A KT | X fiir einen Domd-

| | | nencontroller

Ist der Server kein Dominencontroller, finden Sie die zugehorigen Einstellungen in der
Managementkonsole Lokale Sicherheitsrichtlinie. Hier werden standardmiBig nur Anmel-
deereignisse iiberwacht.

Systemprotokoll

Im Systemprotokoll werden Meldungen von systemnahen Prozessen aufgezeichnet. Dies
sind beispielsweise Eintréige zu Geritetreibern. Hier finden Sie Meldungen zu Starts oder
zum Herunterfahren des Servers (Quelle: eventlog).

Verzeichnisdienst-Protokoll

Ist der Server ein Dominencontroller, so finden Sie hier Meldungen, die den Verzeichnis-
dienst Active Directory betreffen. Umfassend wird dieses Thema an den Tagen 10 und 11

behandelt.

DNS-Server-Protokoll

Wird auf dem Server der DNS-Serverdienst betrieben, wie dies bei einer Standard-Installa-
tion eines alleinstehenden Dominencontrollers der Fall ist, so werden die entsprechenden
Meldungen hier aufgezeichnet.
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Dateireplikationsdienst-Protokoll

In diesem Protokoll werden die Meldungen des Dateireplikationsdienstes erfasst. Dieser
Dienst ist fiir den Betrieb des Verzeichnisdienstes Active Directory erforderlich. Er wird

aber auch fiir andere Funktionen, wie beispielsweise fiir die Replikation von Daten im Ver-
teilten Dateisystem, eingesetzt.

Ereignismeldungen im Detail

In diesem Abschnitt werden die Ereignismeldungen selbst unter die Lupe genommen.
Damit lernen Sie, wie Sie die hier angezeigten Informationen richtig deuten. Uber einen
Doppelklick 6ffnet sich ein Detailfenster zur betreffenden Ereignismeldung.

Eigenschaften von Ereignis A |

Ereignis I

Dratum; Quelle; Print

+
Uhrzeit:  15:01:54  Kategorie: Keine _l
Tvp: “Wamung  Ereigniz- 20 ;l

Bgnnung:
Benutzer: MT-4UTORITATYWSTYSTEM =
Computer: DOTHET2

Beschreibung:

Duckertreiber Apple Laserwiter 12/640 PS fur Windows MT =86 Yersion-
3 wurde hinzugefiigt oder aktualiziert. Dateien:- PSCRIPTS.DLL,
PSEULDLL, AFLWwWMGS1.PFD, PSCRIFT.HLF. PSCRIPT.NTF.

‘weitere Infarmationen Liber die Hilfe- und Supportdienste erhalten Sie
unter httoe/fgo.microsoft. comdfwlink/events asp.

Diatern €% Butes € WwWiter

=
i Abbildung 3.24:

Eigenschaften-Fenster einer Ereig-

0K | abbrechen | Lll;ernehmen' nismeldung; hier zur Installation

eines neuen Druckers

Uber die beiden Pfeil-Schaltflichen konnen Sie sich im Protokoll auf- und abwiirts bewe-
gen. Darunter befindet sich eine Schaltfliche, iiber die Sie den Inhalt des gesamten Fens-
ters als Text in die Zwischenablage kopieren kénnen. So kénnen Sie eine Meldung schnell
in ein Textdokument oder eine E-Mail iibertragen, um sie beispielsweise an einen Kolle-
gen weiterzuleiten.
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Weitergehende Informationen von Microsoft erhalten

Seit Windows XP wird in Ereignismeldungen im Feld BESCHREIBUNG ein zusitzlicher
Link angezeigt, tiber den Sie weiterfithrende Informationen zu dieser Meldung bei Micro-
soft abrufen konnen. Allerdings sind die angefragten Informationen derzeit (Anfang 2003)
nach wie vor entweder nicht verfiigbar oder sagen nicht mehr aus als das, was Sie ohnehin

n

der Beschreibung vorfinden.

Typen von Ereignissen

Die Meldungen im Ereignisprotokoll werden hinsichtlich ihrer Bedeutung nach verschie-
denen Typen unterteilt. Diese reichen von einfachen Informationen bis hin zu Fehlern, die
unter Umstinden lhrer besonderen Aufmerksamkeit bediirfen. Die Bedeutungen der ein-
zelnen Typen werden nachfolgend kurz erldutert:

Informationen: Die meisten Eintrige, die einen ordnungsgemiBen Verlauf oder
Abschluss eines Prozesses kennzeichnen sollen, werden mit diesem Typ gekennzeich-
net.

Warnungen: Damit werden Meldungen herausgehoben, um auf besondere Ereignisse
aufmerksam zu machen. Diese miissen nicht immer einen kritischen Status haben. So
wird die korrekte Installation eines neuen Druckers am Server ebenfalls von einer
Warnmeldung begleitet.

Fehler: Eintrige mit diesem Typ weisen meist auf ernst zu nehmende Probleme am
Serversystems hin. Finden Sie hier beispielsweise Fehlermeldungen, die wichtige

Geritetreiber wie die fiir das Festplatten-Interface betreffen, sollten Sie schnellstmog-
lich die Ursache fiir den Fehler finden.

Erfolgstiberwachung: Diesen Typ werden Sie im Sicherheitsprotokoll finden. Er weist
Sie auf einen Vorgang (Spalte: KATEGORIE) hin, der iiberwacht wird und erfolgreich
abgeschlossen worden ist. Das kann beispielsweise ein Anmeldevorgang sein. Mit des-
sen Aufzeichnung im Protokoll kénnen Sie erreichen, dass Sie genau nachvollziehen
konnen, wer sich wann am System zuletzt angemeldet hat.

Fehleriiberwachung: Im Gegensatz zum zuvor erliuterten Typ werden damit Ereig-
nisse gekennzeichnet, die fehlgeschlagen sind. So kénnen im Falle der Uberwachung
von Anmeldevorgingen Einbruchsversuche ermittelt werden, bei denen versucht wird,
das Kennwort zu erraten.
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Bedeutungen weiterer Felder in der Meldung

Quelle: Hier werden die Anwendung oder der Prozess angezeigt, durch welche die
betreffende Meldung ausgeldst worden ist.

Kategorie: Verschiedene Meldungen verfiigen iiber einen Eintrag in diesem Feld,
durch den sie weiter eingeordnet werden kénnen.

Ereigniskennung: Jeder Ereignismeldung liegt eine Fehlernummer zugrunde, die hier
angezeigt wird. Diese kann helfen, um beispielsweise in der Knowledge Base bei Mic-
rosoft nach weiteren Informationen zu einer Meldung zu fahnden. Dabei hilft die
Kennung weiter, um in der weit umfangreicheren englischsprachigen Datenbasis fiin-
dig zu werden. Teile des deutschen Beschreibungstextes sind dort als Suchbegriffe
nicht anwendbar.

Benutzer: In diesem Feld wird, wenn diese Information vorliegt, das Benutzerkonto
angezeigt, welches mit dem Auslésen des Ereignisses in Zusammenhang steht. Dabei
miissen Sie allerdings beachten, dass dies nur die Konten betrifft, die direkt mit dem
auslésenden Prozess oder der Anwendung zu tun haben.

Computer: In diesem Feld wird der Name des Computers angegeben, auf dem dieses
Ereignis ausgelost worden ist.

Ereignisse sortieren und filtern

Eine umfangreiche Liste von Ereignismeldungen kann schnell sehr uniibersichtlich wer-
den. Deshalb haben Sie verschiedene Méoglichkeiten, die Liste zu sortieren oder nur
bestimmte Meldungen herauszufiltern. Sie kénnen nach einer bestimmten Spalte wie im
Windows Explorer gewohnt sortieren, indem Sie auf den Spaltenkopf klicken.

Zum Filtern von Meldungen gehen Sie iiber das Menti ANSICHT/FILTERN. Sie miissen
dabei das betreffende Protokoll angeklickt haben. Sie erhalten dann das EIGENSCHAFTEN-
Dialogfenster zu diesem Protokoll mit dem Fokus auf der Registerkarte FILTER.

Hier kénnen Sie den EREIGNISTYP festlegen, der angezeigt werden soll. Wollen Sie nach
ganz bestimmten Ereignissen suchen, konnen Sie die Anzeige weiter einschrinken, indem
Sie zuerst die EREIGNISQUELLE und dann gegebenentfalls noch eine KATEGORIE dazu aus-
wihlen.

Uber die Schaltfliche WIEDERHERSTELLEN machen Sie alle gesetzten Filtereinstellungen
mit einem Mausklick wieder riickgingig.
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Eigenschaften von System: 2lx|

Allgemein  Fiter |

Ereigniztyp

V¥ [nfarmationen [™ Erfolgsiibenvachung

¥ Warrung I~ | Eehileriibenyachung

[v Eehler
Ereignizquelle: I dmio j
Kategorie: I Datentrager j

Ereigrizkennung:

Dienzte
Benutzer: Drucker

Gerate
Compuiter: Netzwerk
= Oberflache

—| Systemereigniz
Wor: IErstes Ereignis™ ¥ oo 12200 i LGS =

Biz |LetetesEreignis  w| [08012003  -|[153245 =

‘wiederherstellen |
Abbildung 3.25:

[0k | Abbrechen | Obemehmen| Fi{tereinstellungen fiir ein Protokoll
(hier: System) festlegen

Die Protokollierung konfigurieren

Die standardmiBigen Voreinstellungen zur Protokollierung wie maximale ProtokollgréBen
oder deren Speicherorte sind fiir viele Anwendungsfille sicherlich ausreichend. Trotzdem
kann es nicht schaden zu wissen, wie sich wichtige Parameter im Bedarfsfall indern lassen.

Figenschaften eines Protokolls

Das Eigenschaften-Dialogfenster zu einem Protokoll erhalten Sie, indem Sie das Kontext-
menii zu diesem Protokoll aufrufen (rechte Maustaste) und dort den Eintrag EIGENSCHAF-
TEN wihlen.

Die MAXIMALE PROTOKOLLGROSSE kénnen Sie in 64-Kbyte-Schritten einstellen. Der Vor-
gabewert ist in der Regel ausreichend. Wird die maximale Grofe erreicht, kénnen Sie das
Systemverhalten mit den folgenden drei Optionen bestimmen:

EREIGNISSE NACH BEDARF UBERSCHREIBEN: Damit werden die iltesten Ereignisse
soweit geloscht, wie Platz fiir neue Eintrige benotigt wird. Dies ist die Standardeinstel-
lung und dann zu empfehlen, wenn es nicht erforderlich ist, dass garantiert alle Mel-
dungen erhalten bleiben miissen. Im Notfall kann es allerdings dazu kommen, dass
eine Anwendung oder ein Prozess durch eine Fehlfunktion so viele Meldungen gene-
rieren, dass nach einer kurzen Zeit das gesamte Protokoll nur noch aus diesen besteht.
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Eigenschaften von System: 2lx|

Allgemein | Filter I

Anzeigename:

Protokallname: IC:\WIND O'wiShspstemn32hconfighSpsEvent. Exvt

Grobe: E4.0 KE (£5.536 Butes)
Erstellt: Donmerstag, 5. Dezember 2002 17:34:39
Geandert: Freitag. 13. Dezember 2002 18:48:15

Letzter Zugrif,  Freitag. 13. Dezember 2002 18:48:15

r Protokollgralie

M aximale Protokollgrife: |15384 _|::' KB

‘wenn die maximale Protok ollaroRe ereicht ist:

{* Ereignisse nach Bedarf liberschreiben

' Ereigrizee iberzchieiben, die Slher alz I? _I; Tage sind
" Ereigrizes nie Uberschreiben >

[Protokoll manuell ldzchen) Wiedetherstellen |
[ Hiediige Obertragungzrate Pratokall |Gzchen | 3

a Abbildung 3.26:

[ oKk ] | Abrechen | Gbemohmen| Ezgenschaften—Dzalogfenster
eines Protokolls

EREIGNISSE UBERSCHREIBEN, DIE ALTER ALS ... TAGE SIND: Hier kénnen Sie genauer
eingrenzen, wie alt die Ereignisse mindestens sein miissen, bevor sie iiberschrieben
werden diirfen. Damit stellen Sie sicher, immer einen definierten Zeitraum im Uber-
blick zu haben. Allerdings kann es dazu kommen, dass das Protokoll voll liuft.

EREIGNISSE NIE UBERSCHREIBEN: Wollen Sie sicherstellen, dass garantiert alle Mel-
dungen erhalten bleiben, miissen Sie diese Option wihlen. Allerdings sollten Sie dann
MaBnahmen treffen, die ein Volllaufen des Protokolls zuverlissig verhindern.

Sie sollten die Grofe der einzelnen Protokolle und das Verhalten des Systems
bei Erreichen des Maximalwertes so festlegen, dass eine Protokollierung immer
zuverlissig gewihrleistet ist. Wenn Sie das nicht beachten, legen Sie Ihr Server-
system zuverlissig lahm, wenn beispielsweise das Systemprotokoll keine weite-
ren Eintrige mehr aufnehmen kann.

Speicherorte der Protokolle dndern

Wenn Sie den Speicherort fiir ein Ereignisprotokoll verindern wollen, bleibt Ihnen ein
Eingriff in die Windows-Registrierung nicht erspart. Es kann im Einzelfall sinnvoll sein,
die Protokolldateien auf einer separaten Partition oder einem speziellen Netzwerk-Lauf-
werk abzulegen.
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Zum Andern starten Sie am Server den Registrierungseditor (siehe dazu Abschnitt Win-
dows-Registrierungseditor ab Seite 726). In der Registrierung finden Sie die betreffenden
Fintrige unterhalb von diesem Schliissel:

HKLM\SYSTEM\CurrentControlSet\Services\Eventlog

Hier sind die Einstellungen zu den einzelnen Protokollen in eigenen Schliisseln unterge-

bracht.

£ Registrierungs-Editor =1oi x|

Datei Bearbeiten Ansicht  Fawvoriten 7

- ERswe =] [ mame [Ty wert

=i [:l Eventlog (Standard) REG_SZ mnmsrve

a Application CustomSD REG_SZ OBAGISYDN(D;;0:f0007; ;5 ANYD;; 0
([ Directory Service DlsplayNameFlle REG_EXPAMD_SZ “SystemRoot % system32lels. di
1+-{] DS Server I | ¥ isplayMameID REG_DWORD 0x00000100 (256)

-0 File Replication Service [aB]Fle REG_EXPAMD_SZ o SystemPoot¥lsystemazlcnfight

(-] Security
- System 21 x|
(] EventSystem

|
H-((] Fastfat I =
I

[

£

- Fac )
[#-[7 FileReplicaConn et P inl
£

£

£ FileReplicaset Abblldung 327
= Fos S Bearbeitung des

WER |
KT — Bl [ ok ] abbrechen | | o] Speicherorts fiir

arbeitsplatz)HKEY_LOCAL_MACHINEYSYSTEM e mC N e O T =T TIe S E e AR ST 4 !
ein Protokoll

Im Wert FILE ist der Speicherort fiir das Protokoll hinterlegt. Nach dem Andern ist ein
Neustart erforderlich, damit die neuen Einstellungen wirksam werden.

Nehmen Sie Anderungen am Speicherort der Protokolldateien mit Bedacht
und nur dann vor, wenn sie wirklich notwendig sind. Ohne Zugriff auf diese
Dateien funktioniert Ihr Serversystem nicht oder nicht ordnungsgemif.

Figene Ereignismeldungen erzeugen

Zum Erzeugen von Ereignismeldungen steht unter Windows Server 2003 standardmiBig
das Tool Eventcreate.exe zur Verfiiggung. Zugelassen werden damit nur Meldungen in den
beiden Protokollen Anwendung und System.

Allerdings ist dies nicht nur auf den lokalen Computer beschrinkt. Sie konnen Meldungen
auch auf einem anderen, iiber das Netzwerk erreichbaren Computer erzeugen. Bedingung
ist, dass dort als Betriebssystem mindestens Windows 2000 (Professional oder Server) lduft.
Mit Windows XP funktioniert es ebenfalls. Ereignisse, die auf dem Server passieren, kon-
nen Sie beispielsweise so auf Threm Administrator-PC anzeigen lassen.
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Die Syntax fiir den Aufruf des Programms lautet:

Eventcreate [<optionen>] /t {ERROR | WARNING | INFORMATION}
™= /id <ereignis-id> /d <beschreibung>

In der nachfolgenden Tabelle finden Sie einen Uberblick iiber die wichtigsten Optionen.
In der Online-Hilfe sind alle Optionen ausfiihrlicher erklirt.

Option Erklirung Beispiel
/s <computer> Zielcomputer, auf dem die Meldung /s192.168.100.1
erzeugt werden soll /s Serverl.comzept.de
/u <benutzer>  Benutzerkonto, unter dem die Meldung /u Uwe
generiert werden soll flu COMZEPT\Joerg
Ip <passwort>  Kennwort fiir den angegebenen Benutzer /p Hall34oechen

N <protokoll>  Zielprotokoll, giiltig sind APPLICATION oder /1 APPLICATION
SYSTEM; Standardvorgabe ist APPLICATION /1 SYSTEM

fso <quelle>  Quelle fiir das Ereignis, kann beliebig gewihlt /so MeineAnwendung
werden

Tabelle 3.1: Optionen von Eventcreate.exe

Wollen Sie eine Informations-Meldung auf dem lokalen Server im Systemprotokoll erzeu-
gen, kann der Aufruf wie folgt aussehen:

Eventcreate /1 SYSTEM /so Sicherscript /t INFORMATION /id 99 /d
= 'Sicherung ist erfolgt"
Eine Fehler-Meldung auf einem entfernten PC kénnte so erzeugt werden:

Eventcreate /s WKS402 /so MeinProg /t ERROR /id 1099 /d
= "Fehler beim Initialisieren von Modul 4711"

Ereignisse iiberwachen und darauf reagieren

Wie Sie bisher gesehen haben, ist das Ereignisprotokoll vielféltig fiir die Uberwachung des
Systems einsetz- und konfigurierbar. Mit Windows Server 2003 kommt ein weiteres Tool
hinzu, welches Thnen das explizite Uberwachen bestimmter Ereignisse ermoglicht: Event-
triggers.exe. Uber dieses Kommandozeilenprogramm konnen Sie Trigger (Ereignisiiberwa-
cher) anlegen, die auf bestimmte Ereignismeldungen reagieren.
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Fir den Aufruf des Programms gibt es drei verschiedene Betriebsmodi mit jeweils einer
eigenen Syntax:

Eventtriggers /create: Damit erstellen Sie einen neuen Trigger, indem Sie einer
Ereignismeldung, die in einem bestimmten oder in allen Protokollen auftreten kann,
eine Behandlungsroutine zuweisen. Diese kann ein Programm, eine Stapelverarbei-
tungsdatei oder ein Skript sein.

Eventtriggers /delete: Trigger konnen tiber diese Option wieder geléscht werden.

Eventtriggers /query: Sie konnen sich die gesetzten Eigenschaften eines Triggers
anzeigen lassen.

Der Aufruf von Eventiriggers ohne weitere Optionen gibt die Liste bisher angelegter Trig-
ger aus.

Ereignismeldungen anzeigen und weiterverarbeiten

Zur Anzeige der Ereignismeldungen benutzen Sie in der Praxis primir das Snap-In Ereig-
nisanzeige. Wollen Sie die Meldungen jedoch in anderen Anwendungen weiterverarbeiten
oder einfach nur in Textdateien archivieren, gibt es zusitzliche Tools. Nachfolgend finden
Sie eine kleine Ubersicht iiber drei Tools, die im Lieferumfang von Windows Server 2003
oder frei erhiltlich sind:
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Eventquery.vbs: Dieses Skript ist standardmiBig enthalten. Sie kénnen damit Ereignis-
meldungen filtern, anzeigen und in eine Textdatei schreiben. Eine genaue Beschrei-
bung finden Sie in der Online-Hilfe.

DumpEL.exe: Dieses kleine Programm ist Teil des Windows Ressource Kits und wird
von Microsoft zum freien Download angeboten. Sie finden es, wenn Sie die Suchseite
zum Download-Center aufrufen und als Suchbegriff den Programmnamen eingeben:

www.microsoft.com/downloads/search.aspx/

DumpEVT.exe: Dies ist ein leistungsfihiges Kommandozeilenprogramm, welches die
Firma Somarsoft entwickelt hat. Es wird tiber die Website von SystemTools.com kos-
tenlos angeboten:

www.systemtools.com/somarsoft/
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3.5 Der Task-Manager

Mit dem Task-Manager erhalten Sie einen direkten Einblick in das System. Sie kénnen
damit alle laufenden Prozesse sowie die Belastung der wichtigsten Systemressourcen kon-
trollieren. Der Task-Manager ist eine »normale« Windows-Anwendung und kann nicht fiir
die Remote Administration eingesetzt werden.

Starten des Task-Managers

Den Task-Manager kénnen Sie iiber verschiedene Wege starten:

Driicken Sie die Tastenkombination [¢]+[Strg]+[Esc]. Der Task-Manager wird

damit sofort gestartet.

Klicken Sie mit der alternativen Maustaste auf eine freie Stelle in der Taskleiste und
withlen Sie aus dem erscheinenden Kontextmenii den Eintrag TASK-MANAGER.

Mit der Tastenkombination [Strg]+[ATt]+[Entf]) rufen Sie das Dialogfenster WIN-
DOWS-SICHERHEIT auf. Hier finden Sie ein Kontrollkistchen fiir den Aufruf des Task-
Managers.

An der Eingabeaufforderung lisst sich der Task-Manager ebenfalls starten. Der Aufruf
lautet Taskmgr.exe.

Informationen zur Systemleistung auswerten

In der Standard-Ansicht des Task-Managers nach dem Aufruf ist die Registerkarte SYSTEM-
LEISTUNG aktiv.

Die wichtigsten Parameter, die Sie im Blick haben sollten, sind die folgenden:

VERLAUF DER CPU-AUSLASTUNG: Hier sehen Sie pro CPU eine Grafik, die Thnen
Auskuntft dariiber gibt, wie stark diese momentan belastet ist.

VERLAUF DER AUSLAGERUNGSDATEIAUSLASTUNG: In dieser Grafik sehen Sie, wie viel vir-
tueller Speicher momentan benétigt wird. Insofern ist die Bezeichnung irrefithrend und
wieder einmal eine »ungliickliche« Ubersetzung aus dem Englischen. Dort heiBt dieser
Parameter Commit Charge und driickt damit genauer aus, was gemeint ist: Der Verbrauch
an virtuellem Speicher, dessen Gesamtumfang sich aus dem physikalischen Speicher und
der momentan zugewiesenen Grobe der Auslagerungsdatei zusammensetzt.

PHYSIKALISCHER SPEICHER: Hier sind wichtige Informationen zum Verbrauch des im
Server installierten RAM (Random Access Memory) untergebracht. INSGESAMT zeigt
die GroBe des installierten RAMs, VERFUGBAR den momentan noch freien Anteil
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davon. Sinkt dieser Wert dauerhaft auf wenige Tausend Kbyte, kann dies auf einen
ernsten RAM-Engpass hindeuten oder auf Prozesse, die zuviel davon okkupieren.

ZUGESICHERTER SPEICHER: Dies ist noch einmal die nichtgrafische Darstellung der
Auslastung des virtuellen Speichers. Der GRENZWERT ist dabei dessen derzeitige maxi-
male GroBe, die sich aus dem belegten Wert fiir die Auslagerungsdatei und der Grofe
des installierten RAM (physikalischer Speicher: INSGESAMT) ergibt. Der MAXIMAL-
WERT gibt an, wie viel vom virtuellen Speicher seit Systemstart maximal benétigt wor-
den ist. Wenn dieser Wert grofer als der GRENZWERT ist, wurde zwischenzeitlich
wegen eines Speicherengpasses die Auslagerungsdatei vergroBert. Dies ist dann nicht
unbedingt ungewshnlich, wenn die GroBie der Auslagerungsdatei nicht fest, sondern
wie standardmiBig vorgesehen dynamisch eingestellt worden ist.

EJ windows Task-Manager 13l x|

Datei  Optionen  Ansicht 2

anwendungen | Prozesse Metzwerk Benutzerl

— CPIU-Auslastung — Yerlauf der CPU-Auslastung

—Auslagerungsdated | [ Yerlauf der Auslagerungsdateiauslastung

rInsgesamt ——— | [ Physikalischer Speicher (KB) —
Handles 10099 Insgesamt 228900
Threads 475 Werflgbar 75356
Prozesse 42 Systemcache 81776
r—2Zugesicherter Speicher (KB) — 1 Kernel-Speicher (KE)
Insgesamt 211776 Insgesamnk 20696
Grenzwerk 710940 Ausgelagert 13345
Maximalwert 216603 Micht ausgelagert 7348 Abbildung 3.28:
Der Task-Manager mit Anzeige der
|Prozesse: 42 |CPU—.0.usIastung: 3% |Zugesicherter Speicher: 211776K 2 Parameter zur Systemleistung

Kernel-Zeiten anzeigen lassen

Uber den Punkt KERNEL-ZEITEN ANZEIGEN des Meniis ANSICHT wird eine zusitzliche
rote Linie eingeblendet, welche die Belastung pro CPU mit Kerneloperationen zeigt. Je
hoher diese ist, desto mehr Prozesse laufen im privilegierten Modus.
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Prozesse im Blick behalten

Bei einem Serversystem sind es weniger die momentan laufenden Anwendungen, die Sie
als Benutzer am System gestartet haben, sondern vielmehr die Prozesse, auf die Sie ab und
an einen kritischen Blick werfen sollten.

£ windows Task-Manager o ] 1|
Datei Optionen  Ansicht 2
arwendungen  Prozesse |Systemleistung | Netzwerkl Benutzer |
fame | Benutzername CPU-Auslastung (%)l Speicherauslast, .. | -
rmsink., e UwWe oo 1,980 K
EXE Tl K
ctfmon.exe uwe oo 1.968 K
explorer. exe uwe aa 10,776 K
rdpclip.exe uwe an 2,380 K
HelpSve, exe SYSTEM oo 7800k
MsiExec, exe SYSTEM aa 2,885 K
winlogon.exe  SYSTEM aa 11,140k
CSF55.80E SYSTEM aa Z492FK —
tcpsvis. exe SYSTEM oo Q228K
ntfrs.exe SYSTEM aa 44 K
ismsery exe SYSTEM aa 3185 K
dns.exe SY¥STEM aa 4,964 k.
dfssve.exe SYSTEM oo 4,236 K
spoalsy.exe SYSTEM ao 6.052 K
svchost, exe SYSTEM aa 21136 K
svchost, exe SYSTEM aa 424K
svchost, exe SYSTEM aa Z.812K
lsass.exe SYSTEM m 21.772 K ;l
IV Prozesse aller Benutzer anzeigen Prozess beenden |
= Abbildung 3.29:
Die Prozessliste im
|F‘rozesse: 40 |CPU-.0.usIastung: 3% |Zugesicherter Speicher; 194940k i Task-Manager

Hier lisst sich relativ schnell herausfinden, welche Prozesse das System besonders stark
beschiiftigen. Klicken Sie auf die Spaltenbezeichnung CPU-AUSLASTUNG und Sie erhal-
ten die Prozesse nach ihrer Belastung der Prozessorleistung sortiert. Wenn dann an erster
Stelle der Leerlaufprozess mit mehr als 90 % Dauerbelastung erscheint, hat der Server nicht
viel zu tun. Ebenso kénnen Sie leicht tiberpriifen, welche Prozesse derzeit den meisten
Speicherbedarf aufweisen.

Prozesse anzeigen und beenden

Uber Aktivieren des Kontrollkistchens PROZESSE ALLER BENUTZER ZEIGEN kénnen Sie
herausfinden, welche Prozesse von anderen Benutzeranmeldungen am Server gestartet
worden sind. Dies sind beispielsweise Prozesse in einer laufenden Terminalsitzung. In
Abbildung 3.29 zeigt der markierte Eintrag, dass in der Terminalsitzung des Benutzers Uwe
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das Programm Ntbackup liuft. Dabei kann diese Terminalsitzung derzeit getrennt sein.
Trotzdem konnen laufende Anwendungen und Prozesse in einer solchen Sitzung den Ser-
ver stark beschiftigen. Im Notfall lassen sich diese in der Prozessliste des Task-Managers
»gewaltsam« beenden. Am Tag 4 werden wir unter anderem die Terminaldienste von Win-
dows Server 2003 eingehend behandeln.

Generell sollten Sie mit dem Beenden von Prozessen iiber den Task-Manager
sehr vorsichtig umgehen. Das Beenden einzelner Prozesse kann zu Instabiliti-
ten von Serveranwendungen oder des gesamten Systems fiithren. Priifen Sie des-
halb immer zuerst, ob Sie nicht besser einzelne Dienste neu starten kénnen.

Zum Beenden von Prozessen steht Thnen die Schaltfliche PROZESS BEENDEN zur Verfii-
gung. Zusitzlich kénnen Sie im Kontextmenii zum betreffenden Prozess (rechte Maus-
taste) den Punkt PROZESSSTRUKTUR BEENDEN verwenden. Damit beenden Sie alle mit
dem Ausgangsprozess im Zusammenhang stchenden Prozesse. Ein Prozess bezichungs-
weise eine Anwendung startet meist nicht nur einen Prozess. Somit vermeiden Sie, dass
»herrenlose« Prozesse weiter im System verbleiben.

Informationen zu Prozessen auswerten

Neben den bereits erwithnten Parametern CPU- und SPEICHERAUSLASTUNG kénnen Sie
der Prozessliste weitere wichtige Informationen entnehmen. Dazu miissen Sie die Liste
um zusitzliche Spalten erweitern. Klicken Sie dazu im Menii ANSICHT auf den Punkt
SPALTEN AUSWAHLEN.

Spalten auswihlen

wWahlen Sie die Spalken aus, die auf der Registerkarte
"Prozesse" angezeigt werden sollen,

¥ riame [~ veranderung der Seitenfehler
[~ PID (Prozess-ID) [ Gréfe des virtuellen Speichers
¥ CPU-auslastung [~ Ausgelagerter Pool

[~ cPU-Zeit [~ Micht ausgelagerter Pool

¥ Speicherauslastung [~ Basisprioritat

™ Werand, der Speicherauslastung [~ Handleanzahl

[~ Maximale Speicherauslastung [~ Threadanzahl

[~ Seitenfehler [ GDI-Objekke

[~ BEMUTZER-Chijekte [~ Efa (Schreiben)

[~ Efa (Lesen) [~ Efa-Bytes (Schreiben)

[ Efa-Bytes {Lesen) [~ Efa(andere)

[ Sitzungskennung [~ Efa-Bytes (andere)

v Benutzername

Abbildung 3.30:
Abbrechen | Weitere Spalten fiir die Anzeige der
Prozessliste auswihlen
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Die folgenden Werte kénnen wertvolle zusitzliche Informationen bringen:

CPU-ZEIT: Hier wird die Zeitspanne in Sekunden angezeigt, die dieser Prozess seit sei-
nem Start die CPU beschiftigt hat.

VERANDERUNG DER SPEICHERAUSLASTUNG: Dieser Wert gibt an, wie ein Programm
dynamisch Speicherplatz anfordert und wieder freigibt. Wenn dieser Wert kontinuier-
lich steigt, anstatt immer wieder bei Null zu landen, zeigt dies an, dass der Prozess
immer mehr Speicher anfordert. Dies kann auf eine Fehlfunktion des Prozesses hin-
weisen.

MAXIMALE SPEICHERAUSLASTUNG: Der bisher maximal in Beschlag genommene
Speicherplatz wird angezeigt.

Diese Werte sind die Leistungsindikatoren, die mit dem Systemmonitor angezeigt werden
konnen.

Prozesspriorititen dndern

Sollte ein Prozess das gesamte System zu stark beschiiftigen, sodass der Server fiir andere
Aufgaben nicht mehr geniigend Rechenkapazititen zur Verfiigung hat, kénnen Sie dessen
Prioritit herabsetzen.

ren. Sie sollten dies daher nur im Notfall versuchen. Eine starke CPU-Belas-
tung des Servers kann daher rithren, dass das System Hardware-seitig den
Anforderungen nicht mehr geniigt. Eine Aufriistung mit einer leistungsstirke-
ren CPU, der Umstieg auf eine Mehrprozessormaschine oder die Verlagerung
der Aufgaben auf mehrere Server sind dann vielleicht sinnvoller.

% Das Andern von Prozesspriorititen kann zu unerwiinschten Nebeneffekten fiih-

Um die Prozessprioritit zu dndern, markieren Sie eine Prozess und wihlen Sie aus dem
Kontextmenii den Punkt PRIORITAT FESTLEGEN.

Auslastung der Netzwerkschnittstellen

Uber die Registerkarte NETZWERK erhalten Sie Einblick in die momentane Belastung der
Netzwerkschnittstellen. Fiir jede Netzwerkkarte wird in einer Grafik angezeigt, wie hoch
die prozentuale Auslastung der maximal zur Verfiigung stehenden Bandbreite ist. Ist die
Netzwerkperformance aus Sicht der Client-PCs unbefriedigend, sollten Sie einen Blick auf
diese Grafiken werfen.
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Bl windows Task-Manager [_ (O] x|
Datei Optionen  Ansicht 7

Anwendungen I Prozesse I Systemleistung Metzwerk: |Benutzer I

r—Lan-Yerbindung 2

50 % |

Adaptername I Netzwerkausla. .. I Ubertr. .. I Statusl
LaMN-Yerbindung 2 1% 100ME... In Betrich
LAMN-Yerbindung 11 % 100 ME... In Betrich
Abbildung 3.31:
Anzeige der Auslastung der
|Prozesse: 39 |CPU-P.usIastung: B6% |Zugesicherter Speicher: 194600K Netzwerkschnittstellen

Liegt die angezeigte Ausnutzung der Bandbreite am Server trotz voller Belastung durch
Clientanfragen deutlich unter 25%, kann dies, wenn sonst die CPU-Belastung relativ
gering ist, auf Probleme mit den Netzwerkkarten hinweisen (Ireiber oder Hardware). Ist
hingegen auch die CPU-Belastung des Servers hoch, kénnte die Gesamtleistung des Ser-
vers unzureichend sein.

Angemeldete Benutzer

Hinter der Registerkarte BENUTZER verbirgt sich eine Liste, welche die Benutzersitzungen
anzeigt, die auf dem betreffenden Server laufen. Dies kénnen Sitzungen sein, die iiber
eine Remote Desktop-Verbindung mittels der Terminaldienste von Windows Server 2003
initiiert worden sind.

In Abbildung 3.32 sehen Sie als Beispiel drei Benutzersitzungen, die auf dem Server ausge-
fithrt werden und auf diesem natiirlich Ressourcen binden. Unter STATUS erkennen Sie,
ob die Verbindung derzeit besteht oder getrennt worden ist. Wird eine Terminalsitzung
nur beendet, ohne dass eine Abmeldung erfolgt ist, laufen dort gestartete Programme bezie-
hungsweise deren Prozesse noch weiter. Uber den Task-Manager konnen Sie dies hier
erkennen und im Notfall eine Sitzung iiber einen Klick auf ABMELDEN gewaltsam been-
den. Laufende Programme werden dann allerdings ebenfalls beendet.
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El windows Task-Manager =] E3
Datei  Optiomen  Ansicht 7

Anwendungen I Prozesse I Swstemleistung I Metzwerk Benutzer |

Berutzer | K... | Skatus | Clientnarme
€ administratar 0 Akkiv

€ e 1 akkiv WINKPP401
ﬁ Administratar 2 Werbindung getrennt

< | ol

Trennen | Abmelden | Machrichtsenden...l

Abbildung 3.32:

|Prozesse: 46 |CPU-AusIastung: 3% |Zugesicherter Speicher: 221232K Derzeit angemeldete Benutzer am Server

Unter CLIENTNAME sehen Sie den Namen des Computers, von dem aus der BENUTZER
tiber eine Terminalsitzung mit dem System verbunden ist. Wird kein Clientname angege-
ben, obwohl der Status AKT1V ist, ist die Anmeldung direkt lokal am Serversystem erfolgt.

Anwendungen beenden

Die Registerkarte ANWENDUNGEN erlaubt einen Blick auf die Liste der gestarteten Pro-
gramme. Bei einem Client-PC unter Windows NT/2000/XP werden Sie dies vielleicht
schon hiufiger eingesetzt haben, um hingende Anwendungen zu beenden. Bei einem Ser-
versystem finden Sie hier in der Regel kaum Eintriige, da die meisten serverbasierten
Anwendungen als Dienste implementiert sind. Auf diese kénnen Sie dann iiber das
Managementkonsolen-Snap-In Dienste oder die Prozessliste im Task-Manager zugreifen.

3.6 Tasks fiir die automatische Ausfithrung planen

Damit ein Serversystem problemlos Tag und Nacht seine Arbeit verrichtet, sind von Zeit
zu Zeit bestimmte Wartungsarbeiten, beispielsweise eine regelmiBige Defragmentierung
der Festplatten, notwendig. Diese konnen Sie mit Hilfe des Windows Taskplaners und wei-
terer Kommandozeilen-Tools zeitgesteuert automatisiert ablaufen lassen.
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die Einrichtung und Verwaltung von solchen Tasks stehen drei Werkzeuge zur Verfii-
g:

Windows Taskplaner: Mit diesem grafischen Werkzeug kénnen Sie sehr einfach und
bei Bedarf mit Hilfe eines Assistenten Tasks neu erstellen oder bestehende bearbeiten.

Schtasks.exe: Dies ist das Gegenstiick zum grafischen Werkzeug und stellt auf der
Kommandozeile ebenfalls alle Optionen zur Erzeugung und Bearbeitung von Tasks
zur Verfiigung.

At.exe: Dieses Kommandozeilentool ist von Windows N'T her bekannt und auch im
neuen Serverbetriebssystem enthalten. Mit At erzeugte Tasks werden im Windows-
Taskplaner angezeigt und kénnen bei Bedarf dort geloscht werden. Eine Bearbeitung
von At-Task-Eigenschaften ist allerdings nur iiber At.exe selbst moglich. Das Programm
gilt als Auslaufmodell und soll durch Schtasks.exe ersetzt werden.

se drei Werkzeuge werden in den nachfolgenden Abschnitten niher vorgestellt.

Der Windows-Taskplaner

Mit

dem Taskplaner kénnen Sie beliebige Programme oder Stapelverarbeitungsdateien zu

bestimmten Zeitpunkten, beim Starten des Servers oder bei der Anmeldung ausfiihren las-

SEIN.

Den Zugriff auf den Taskplaner erhalten Sie wie folgt:

Sie starten das Programm GEPLANTE TASKS direkt am Server iiber das Startmenti ALLE
PROGRAMME/ZUBEHOR/SYSTEMPROGRAMME.

Sie haben einen direkten Zugriff auf dieses Programm und schon geplante Tasks tiber
das Startmenii, wenn Sie hier SYSTEMSTEUERUNG wihlen.

Sie greifen auf dieses Programm tiber das Netzwerk zu. Dazu suchen Sie den betref-
fenden Server in der NETZWERKUMGEBUNG am Client-System.

o Zuriick ~ £3 - 2 | ' Suchen =7 Ordner | (=~
Adresse Ih_’] Geplante Tasks j wechseln zu
| zeitplan | machste L
Andere Orte A U 00:00 wichertlic,..  00:00:00
B’ Syskemsteuerung Abblldung 333
‘;1] Eigene Dateien Der Taskplaner
\J Metzwerkumngebung im direkten
>4l | ol Zugriff am
[2 objeki(e) 4| Server
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Fir das Planen von Tasks tiber das Netzwerk ist es natiirlich notwendig, dass Sie sich mit
Administratorrechten angemeldet haben.

u_’] Geplante Tasks an Dotnet2 E]@
s
L

Datei  Bearbsiten  Ansicht  Favorten Extras  Erweitert 2

Quiok - @ - F Osuhen [ oder [F-

Advesse |[) Geplante Tasks an Dotnet2 v] ‘Wechselnzu  Morton Antivirus E -

Mame Zeitplan Machste Laufzeit

chherung Systemeinstellungen  Um 00:00 wéchentli,..  00:00:00 10.01.2003
Andere Orte

i Dotnetz
() Eigene Dateien
[ Gemeinsame Dokumente

&) Metzwerkumgebung

Abbildung 3.34:
Zugriff auf den Taskpla-
< 2l neriiber das Netzwerk

Details ¥

Auf den Taskplaner greifen auch regulire Windows-Anwendungen zu. So finden Sie hier
ebenfalls Eintriige iiber geplante Datensicherungen, die Sie mit dem Standard-Datensiche-
rungsprogramm Ntbackup einrichten konnen. Dieses Programm wird am Tag 21 einge-

hend behandelt.

Finen neuen Task erstellen

Nachfolgend wird gezeigt, wie Sie einen neuen Task einrichten kénnen. Dabei soll als Bei-
spiel das Planen einer regelmiBigen Defragmentierung eines Volumes dienen.

Starten Sie dazu zuerst den Taskplaner. Da fiir den Aufruf der Kommandozeilenversion
des Defragmentierprogramms einige Optionen benétigt werden, ist es einfacher, den Task
nicht iiber den Assistenten zu erstellen. Gehen Sie deshalb wie folgt vor:

1.

Wihlen Sie im Menii DATEI den Punkt NEU/GEPLANTER TASK. Darauthin erscheint
ein neues Symbol mit dem Namen NEUER TASK. Existiert bereits ein Task mit diesem
Namen, wird der néchste mit einer eindeutigen, fortlaufenden Nummer versehen.

Sie sollten dem Task einen verstindlichen Namen geben. Nennen Sie ihn beispiels-
weise »Festplatte C defragmentieren«. Klicken Sie auf das Task-Symbol und driicken
Sie dann die Taste [F2].

Doppelklicken Sie auf das Task-Symbol. Im EIGENSCHAFTEN-Dialogfenster zum Task
konnen Sie nun alle weiteren Einstellungen vornehmen. Tragen Sie in der Register-
karte TASK unter AUSFUHREN den kompletten Pfad zum Programm und alle notwendi-
gen Optionen ein. Um das Defragmentierprogramm fiir die Bearbeitung der Festplatte
C: zu starten, geben Sie ein:

C:\WINDOWS\system32\defrag.exe c: -f

11



s
3) Administrationswerkzeuge

Beachten Sie die folgenden Hinweise, wenn Sie ein Kommandozeilenpro-
’
gramm mit Optionen im Task aufrufen:

Geben Sie die gesamte Zeile ohne Anfiihrungszeichen im Eingabefeld an.

Benétigen Sie die Ausgabe des Programms zur Protokollierung, kénnen Sie
auf der Kommandozeile die Umleitungszeichen > und >> benutzen. Die
Umleitungszeichen kénnen Sie allerdings nicht im Aufruf des Programms
direkt im Task-Eigenschaftenfenster verwenden. Erstellen Sie stattdessen
eine Stapelverarbeitungsdatei, beispielsweise mit dem Namen Defr.cmd, in
welcher der komplette Aufruf untergebracht wird:

C:\WINDOWS\system32\defrag.exe c: -f >>C:\Logs\Defr.txt
Unter AUSFUHREN tragen Sie dann diese Stapelverarbeitungsdatei ein.

Festplatte C defragmentieren A |

Task IZeithanI Einztellungen | Sicherheit

D CAWINDDWENT asks\Festplatte T defragmentieren.job

Ausfiihren: IC:\WINDDWS\system32\dehag.exe o f

Durchsuchen... |

Starten in: IC:\WINDDWS\system32

Kommentar:

Ausfiibren als: ISYSTEM Kennwort festlegen. ..

v Akliviert [geplanter Tazk wird zur angegebenen Zeit ausgefiht)

Abbildung 3.35:
DK | Abbrechen | Ulgemehmenl Einstellungen zum Task vorneh-
men

4. Unter AUSFUHREN ALS wird das Konto eingetragen, unter dem der Task ablaufen soll.
StandardmiBig wird hier das Administrator-Konto eingetragen, wenn Sie als dieser am
System angemeldet sind. Spitestens bei Abschluss der Einrichtung dieses Tasks miis-
sen Sie das Kennwort fiir dieses Konto, also hier das des Administrators, eingeben.
Wenn der Task startet, versucht er, sich mit dem angegebenen Konto und dem hier
hinterlegten Kennwort am System anzumelden.

12
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Wenn Sie das Kennwort fiir den Administrator dndern, was Sie in regelmifigen
Abstidnden auch tun sollten, werden die Tasks nicht mehr ausgefiihrt, in denen
noch das alte Kennwort hinterlegt ist.

Um dieses Problem zu umgehen, sollten Sie, wenn méglich, die Tasks unter dem
Konto SYSTEM laufen lassen. Tragen Sie dazu bei AUSFUHREN ALS das Wort SYSTEM
ein. Wenn Sie dann zur Eingabe des Kennworts fiir dieses Konto aufgefordert werden,
lassen Sie es einfach leer. Das System-Konto hat kein Kennwort. Damit ist sicherge-
stellt, dass dieser Task immer ausgefiithrt werden kann.

5. In der Registerkarte ZEITPLAN stellen Sie dann ein, wann und wie oft der Task ausge-
tiihrt werden soll.

Festplatte C defragmentieren A |

Taszk ZEitDanEinstellungen Sicherheit

Um 03:00 wichentlich jeden Mo, ab dem 30.01.2003

Taszk ausfuhren: Startzeit:
dechentlich j |D3:DD j‘ Erweitert... |

r Task wachentlich ausfiibren

Jede |1 _l? te'woche am: v Mo [ 5a
I Di [ 5o

M
[~ Da
[~ Fr

" Mehitache Zeitplane anzeiger:

Abbildung 3.36:

0K | Abbrechen | Obermehmen | Einstellungen zum Zeitplan
fiir den Task

Unter TASK AUSFUHREN withlen Sie aus, ob der Task einmalig, regelmiBig, bei einem
bestimmten Ereignis (Systemstart, Anmeldung) oder dann ausgefiihrt wird, wenn der
Server gerade nichts zu tun hat (Leerlauf). Uber die Schaltfliche ERWEITERT stehen
noch weitere Optionen zur Verfiigung. So lisst sich ein Task iiber die Angabe eines
Start- und Enddatums zeitlich begrenzen.

Wenn Sie MEHRFACHE ZEITPLANE aktivieren, kénnen Sie fiir einen Task verschie-
dene Zeitplanungen einrichten. Das erhoht allerdings nicht gerade die Ubersichtlich-
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keit, da im Dialogfenster GEPLANTE TASKS dann unter ZEITPLAN nur noch
MEHRFACHE PLANUNGSZEITEN erscheint anstelle der konkreten Angaben zum Zeit-
plan. Ein Ausweg: Das Kommandozeilentool Schtasks.exe zeigt Tasks mit mehrfachen
Zeitplinen mit jedem Zeitplan separat an.

6. In der Registerkarte EINSTELLUNGEN haben Sie weitere Moglichkeiten, das Laufver-
halten des Tasks zu beeinflussen. Wichtig ist die Option TASK BEENDEN NACH, da Sie
damit einstellen, wie lange der Task maximal laufen soll. Ein Server sollte schlieflich
nicht auf Dauer mit einem hingenden Programm zu tun haben. Geben Sie einen
Zeitraum ein, der maximal fiir die Abarbeitung des Tasks, zuziiglich einer Sicherheits-
reserve, benotigt wird.

Sicherlich seltener benstigt wird es, einen Task nur bei Leerlauf des Servers ausfithren
zu lassen. Denkbar sind vielleicht spezielle Anwendungen wie das Indizieren einer
groBen Datenbank. Das kann damit immer dann gestartet werden, wenn der Server
einmal nichts zu tun hat.

Festplatte C defragmentieren |

Taszk I Zeitplan  Einstellungen | Sicherhait

r— Fertigstellen der geplanten T azks
[T Tazk Jozchen, wenn er nicht emeut geplant wird

v Tazk beenden nach: |?2 _|::‘ Stundeln) IU _|::‘ Minute(n]

i~ Leerlaufzeit
[~ Task erst nach folgender Leeraufdauer starten:

I _|; inute(n]

Fallz der Computer nicht 2o lange im Leerlauf ist, ermeut versuchen
fur maximal:

I _l; Finuteln]

[~ Task beenden. wenn der Computer nicht mehr im Leerlauf ist

~ Energievensaltung
[~ iTazk rucht ber &kkubetneb starters

[~ Task beenden, sobald der Akkubetieb einsetzt

[T Comnputer zumn Ausfibren des Tazks reakbivieren

Abbildung 3.37:

0K I Abbrechen | Ulgemehmenl Weitere Einstellungen zum Lauf-
verhalten des Tasks

Bei einem Server nicht relevant sind die Einstellungen in der Rubrik ENERGIEVER-
WALTUNG. Im Interesse einer stindigen Verfiigbarkeit sollten die Energieoptionen,
einstellbar in der Systemsteuerung, stets auf Dauerbetrieb eingestellt sein.
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7. Uber die Registerkarte SICHERHEIT konnen Sie spezifizieren, welche Konten mit wel-
chen Rechten den Task ausfithren bezichungsweise dndern diirfen. In der Regel soll-
ten nur der Administrator und das System-Konto Rechte haben.

Nach Abschluss der Einstellungen zu dem Task konnen Sie diesen testen, indem Sie im
Menii DATEI des Dialogfensters GEPLANTE TASKS den Punkt AUSFUHREN withlen.

Protokoll fiir Ausfithrung der Tasks einsehen

Ob ein Task erfolgreich gestartet werden konnte oder nicht, kénnen Sie dem Protokoll
des Taskplaners entnehmen. Wihlen Sie im Menii ERWEITERT den Punkt PROTOKOLL
ANZEIGEN.

B SchedLgU. Tt - Editor =10] x|
Datei Eearbeiten Format  Ansicht 7
"pefragmentierung. job" ¢ - —v) 30.01.2003 22:46:33 %% FEHLER ** -

per Task konnte nicht gestartet werden. .

per genaue Fehler ist:

0x80070005: Zugriff verweigert

suchen sie die anwendung Gber die schaltfliche "purchsuchen" auf der Rer
"Festplatte C defragmentieren.job" (defrag.exe)

; Start:d3$.01.2003 23:03:24 Cdef 3

"Festplatte C defragmentieren.job" efrag. exe 1 .

Ende: 30.01.2003 23:03:08 - Abblldung338

Ergebnis: Der Task wurde mit folgendem Ergebniswert abgeschlossen: (0). _ Protokoll des

iy

« | Taskplaners

Wenn ein Task erfolgreich gestartet werden konnte, heiBit das nur, dass das entsprechende
Programm oder die Stapelverarbeitungsdatei gefunden und gestartet werden konnten. Ob
diese selbst ihre Aufgaben erfolgreich abgeschlossen haben, konnen Sie in diesem Proto-
koll nur bedingt ermitteln. Ein ERGEBNISWERT von 0 deutet auf einen fehlerfreien Ablauf
hin. Davon abweichende Werte sind meist die Fehlercodes, die von den aufgerufenen Pro-
grammen bei Misserfolg ausgegeben werden. Eine Garantie ist dies aber nicht, da es von
der konkreten Programmierung der Anwendung abhiingt, ob Fehlercodes generiert werden
oder nicht.

Sicherer ist es deshalb, wenn Sie die Protokollierméglichkeiten der Anwendungen selbst
nutzen. Viele moderne Programme und Tools nutzen das Ereignisprotokoll zur Aufzeich-
nung ihrer Meldungen oder geben diese an der Kommandozeile aus. Um sie in eine Text-
datei zu schreiben, kénnen Sie die Umleitungszeichen > und >> einsetzen. Beachten Sie
dazu aber den Hinweis auf Seite 112.

Kommandozeilen-Tools fiir das Planen von Tasks

Das Erstellen und Andern von Tasks kénnen Sie vollstindig iiber die Kommandozeile

durchfiihren.
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Schtasks.exe

Da Sie mit diesem Programm alle Optionen zur Verfiigung haben, die der grafische
Taskplaner bietet, sind die Kommandozeilenoptionen entsprechend komplex. Um den
Rahmen dieses Buches nicht zu sprengen, verzichten wir auf die umfassende Erliuterung
der Syntax. Sie finden diese ausfiihrlich in der Online-Hilfe.

An dieser Stelle wird zur Veranschaulichung das fiir den Taskplaner gewihlte Beispiel der
Planung einer regelmiBigen Defragmentierung mit Schtasks gezeigt:

Schtasks /create /sc wdchentlich /tn "Festplatte C defragmentieren" /tr
c:\defr.cmd /ru SYSTEM /d MO /st 03:00

Mit diesem Kommando kénnen Sie den soeben erstellten Task zum ersten Test starten:
Schtasks /run /tn "Festplatte C defragmentieren"

Die Anzeige aller geplanten Tasks erhalten Sie, wenn Sie Schtasks ohne weitere Optionen
oder mit /query aufrufen. Mit /query haben Sie dann noch weitere Moglichkeiten, die
Ausgabe zu formatieren, beispielsweise Komma-separiert oder als Tabelle.

Einen Task konnen Sie mit diesem Kommando 16schen:
Schtasks /delete /tn "Festplatte C defragmentieren" /f

Damit wird der oben angelegte Task zur regelmiBigen Defragmentierung wieder entfernt.
Mit der Option /f wird die Sicherheitsriickfrage unterdriickt, sodass der Aufruf innerhalb
einer automatisch ablaufenden Stapelverarbeitungsdatei genutzt werden kann.

At.exe

Dieses Tool hat wesentlich weniger Optionen und ist damit zum schnellen Arbeiten an der
Kommandozeile eigentlich besser geeignet. Vereinfacht lautet die Syntax wie folgt:

At <uhrzeit> /every:<wochentag> <programmaufruf>

Um eine Datensicherung jeden Freitag um 22:00 Uhr automatisch ausfithren zu lassen,
konnen Sie At so einsetzen:

At 22:00 /every:FR C:\Tools\Sicherung.cmd

Soll eine Defragmentierung jeden 1. des Monats um 2:00 Uhr gestartet werden, rufen Sie
At mit diesen Optionen auf:

At 2:00 /every:1 C:\Tools\Defr.cmd

Um alle mit At erzeugten Tasks anzuzeigen, rufen Sie das Programm ohne weitere
Optionen auf.
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Beim Erzeugen eines Tasks mit At wird eine eindeutige Statuskennung zugeteilt. Wenn
Sie einen bestimmten At-Task wieder 16schen wollen, geben Sie dessen Kennung an:

At 1 /delete
Ohne Angabe einer Kennung entfernen Sie alle At-Tasks:
At /delete /YES

Die Option /YES unterdriickt die Anzeige der Sicherheitsriickfrage und beantwortet diese
fiir Sie mit »J«.

gen konnen, die Sie mit At.exe selbst angelegt haben. Einen vollstindigen
Zugriff auf alle Tasks erhalten Sie nur tiber das Dialogfenster GEPLANTE TASKS
und das Tool Schtasks.exe.

é Beachten Sie, dass Sie mit dem Tool At.exe nur die Tasks bearbeiten und anzei-

Fiir At.exe gibt es keine Option, mit der Sie das Konto angeben konnen, unter welchem der
Task ausgefiihrt werden soll. StandardmiBig ist das Konto SYSTEM eingestellt, welches
fiir die meisten Fille die richtige Einstellung ist. Wenn Sie ein anderes Konto auswihlen
wollen, 6ffnen Sie im Dialogfenster GEPLANTE TASKS im Hauptmenti den Punkt ERWEL-
TERT/AT-DIENSTKONTO. Hier kénnen Sie dann ein anderes Konto, beispielsweise das des
Administrators mit dessen Kennwort, angeben. Beachten Sie, dass von dieser Anderung alle
bisher angelegten Tasks betroffen sind.

3.7 Wichtige Kommandozeilen-Tools und Skripte

Fiir praktisch alle Administrationsaufgaben gibt es unter Windows Server 2003 grafische
Tools. Trotzdem werden Sie fiir die eine oder andere Aufgabe vielleicht auf die Komman-
dozeile oder vorgefertigte Skripte zuriickgreifen wollen. Um beispielsweise die IP-Adress-
einstellungen der Netzwerkkarten eines Servers zu ermitteln, geht es schneller, wenn Sie
an der Eingabeaufforderung das Kommando Ipconfig /all eingeben, als wenn Sie sich
durch alle Dialogfenster fiir die einzelnen Netzwerkadapter klicken.

Die Eingabeaufforderung starten

Das Dialogfenster EINGABEAUFFORDERUNG, meist mit dem Begriff Kommandozeile
gleichgesetzt, stellt eine Instanz des Befehlsinterpreters Cmd.exe dar. Sie kénnen diesen fol-
gendermafen starten:

1. Wihlen Sie im Startmenii den Eintrag EINGABEAUFFORDERUNG, zu finden unter
ALLE PROGRAMME/ZUBEHOR.
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2. Klicken Sie im Startmenii auf AUSFUHREN und geben Sie dann den Befehl Cmd ein.

Fiir den Befehlsinterpreter gibt es selbst eine Reihe von Optionen, die Sie sich mit Cmd /?
anzeigen lassen konnen.

RUNG zu langweilig ist, konnen Sie diese so dndern:

é Wenn lhnen die farbliche Darstellung im Dialogfenster EINGABEAUFFORDE-

Rufen Sie an der Kommandozeile den Befehl Color auf. Mit Color F1 erhal-
ten Sie beispielsweise dunkelblaue Schrift auf weiflen Untergrund. Mit
Color /2 werden alle Optionen angezeigt. Wenn Sie Color ohne Optionen
aufrufen, werden die Farbwerte wieder auf die Standardeinstellung gesetzt.

Rufen Sie Cmd.exe mit der Option /T auf. Fiir das obige Beispiel wiire der
Aufruf dann Cmd /T:F1.

In den nachfolgenden Abschnitten sind ausgewihlte Kommandozeilen-Tools und bei
Windows Server 2003 mitgelieferte Skripte nach den Haupt-Themengebieten tabellarisch
aufgefithrt. Die genaue Syntax finden Sie in der sehr ausfithrlichen Kommandozeilen-
Referenz des Hilfe- und Supportcenters.

Datei- und Ordneroperationen

Kommando Kurzbeschreibung

Attrib.exe Anzeige und Andern einfacher Dateiattribute

Cacls.exe Anzeige und Andern der Zugriffsberechtigungen von Dateien und Ordner
Cipher.exe Einstellen der EFS-Verschliisselung fiir Dateien

Copy Kopieren von Dateien

Cd; Chdir Wechseln des Verzeichnisses

Comp Vergleich des Inhalts zweier Dateien

Compact Anzeige und Einstellen der NTFS-Komprimierung fiir Dateien und Ordner
Del; Erase Loschen von Dateien

Dir Auflisten von Dateien und Ordnern

Diskcomp.com

Vergleich des Inhalts zweier Disketten

Tabelle 3.2: Kommandozeilentools fiir Operationen mit Dateien und Ordnern
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Kommando Kurzbeschreibung

Diskcopy.com Kopieren von Disketten

Expand.exe Entpackt komprimierte Dateien (nicht mit NTFS-Komprimierung zu
verwechseln)

Fc.exe Vergleich des Inhalts zweier Dateien mit umfangreicheren Moglichkeiten als
bei Comp.exe

Find.exe Suchen nach bestimmten Textinhalten in Dateien

Findstr Suchen nach bestimmten Textinhalten in Dateien, wobei regulire Ausdriicke
verwendet werden konnen (dhnlich dem unter Unix bekannten Grep-Kom-
mando)

Md; Mkdir Anlegen eines neuen Verzeichnisses

Move Verschieben von Dateien

Rename; Ren
Replace

Rd; Rimdir
Tree.com
Type

Xcopy.exe

Umbenennen von Dateien und Ordnern

Ersetzt von Dateien durch andere

Loschen eines Verzeichnisses

Grafische Anzeige von Verzeichnissen und Unterverzeichnissen
Inhalt der angegebenen Datei anzeigen

Kopieren von Dateien und Unterverzeichnissen

Tabelle 3.2: Kommandozeilentools fiir Operationen mit Dateien und Ordnern (Forts.)

Datentridgerverwaltung

Kommando Kurzbeschreibung

Bootcfg.exe Interaktive Einrichtung und Anderung der Datei Boot.ini

Chkdsk.exe Fehlersuche und Reparatur von Volumes

Chkntfs Beeinflussen der automatischen Uberpriifung von NTFS-Volumes beim

Convert.exe

Systemstart

Konvertieren eines FAT/FAT32-Volume nach NTFS

Tabelle 3.3: Kommandozeilentools fiir die Administration von Datentrigern
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Kommando Kurzbeschreibung

Defrag.exe Defragmentieren von Laufwerken; ist die Kommandozeilen-Version des gra-
fischen Defragmentierprogramms

Diskpart.exe Einrichtung von Datentriigern (Festplatten) in Partitionen, logischen Lauf-

Format.com
Freedisk.exe
Fsutil.exe
Ftonline
Format.com
Label.exe
Mountvol.exe
Recover.exe
Vssadmin.exe

Vol

werken bis hin zu Funktionen der dynamischen Datentriigerverwaltung
Formatieren von Volumes und Datentrigern

Priifung des verfiigbaren Speicherplatzes auf einem Laufwerk
Verwaltung von Dateisystem-Eigenschaften und -Funktionen
Schreibgeschiitzter Zugriff auf Windows N'T' 4-Datentriigersitze
Formatieren von Volumes und Datentriigern

Andern von Namen eines Volumes oder Datentrigers

Verwaltung von Bereitstellungspunkten fiir Volumes

Reparatur von beschidigten Volumes und Datentriigern

Einrichtung und Verwaltung von Volumenschattenkopien

Anzeige der Volumeinformationen

Tabelle 3.3: Kommandozeilentools fiir die Administration von Datentrigern (Forts.)

Dienste- und Geritetreibersteuerung

Kommando Kurzbeschreibung

Driverquery Anzeige von Geritetreibern und ihren Eigenschaften

Sc.exe Anzeige und Steuerung von Diensten

Net.exe Kann neben dem Management von Netzwerkfunktionen zur Dienstesteue-
rung genutzt werden.

Mode.com Anzeige und Steuerung von Anschlussports (LPT, COM, CON)

Tabelle 3.4: Kommandozeilentools fiir die Steuerung von Windows-Diensten
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Druckdienste-Steuerung

Kommando Kurzbeschreibung
Print.exe Senden einer Textdatei zu einem Drucker
Prnenfg.vbs Skript zur Diagnose und Konfiguration von Druckern

Prndrvr.vbs
Prnjobs.vbs
Prnmngr.vbs

Prnport.vbs

Skript zum Installieren und Entfernen von Druckertreibern
Skript zur Steuerung von Druckjobs
Skript zum Installieren und Entfernen von Druckern

Skript zum Installieren und Entfernen von TCP/IP-Druckerports

Tabelle 3.5: Kommandozeilentools fiir die Administration von Druckdiensten

Netzwerk

Kommando Kurzbeschreibung

Arp.exe Anzeige und Anderung der Ubersetzungstabellen von IP-Adressen in physi-
sche MAC-Adressen

Ftp.exe FTP-Client fiir den Zugriff auf einen FTP-Server

Getmac.exe
Hostname.exe
Ipconfig.exe
Lpq.exe
Lpr.exe
Net.exe
Netstat.exe
Nslookup.exe

Ping.exe

Liefern der MAC-Adresse des Netzwerkadapters
Ausgabe des Computernamens

Anzeige und Steuerung der IP-Adressierung
Informationen zum Status des LPD-Servers

Senden einer Datei zum Druck an einen LPD-Server
Umfassendes Tool fiir die Netzwerksteuerung
Statusanzeige zu Netzwerkverbindungen

Abruf von Informationen von einem DNS-Server

Einfache Verbindungskontrolle zwischen Hosts

Tabelle 3.6: Kommandozeilentools fiir Einstellungen und Diagnose am Netzwerk
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Kommando Kurzbeschreibung
Route.exe Anzeige und Bearbeitung der lokalen IP-Routingtabelle
Tracert.exe Diagnose des IP-Routings

Tabelle 3.6: Kommandozeilentools fiir Einstellungen und Diagnose am Netzwerk (Forts.)

Active Directory-Verwaltung

Kommando Kurzbeschreibung

Adprep.exe Vorbereitung einer Windows 2000 Domiine fiir ein Upgrade auf Windows
Server 2003

Dsadd.exe Hinzufiigen von Objekten (Benutzer, Computer etc.) zum Verzeichnis

Dsget.exe Ausgabe von Informationen zu einem Objekt

Dsmod.exe Durchfiihren von Anderungen an einem Objekt

Dsmove.exe Verschieben von Objekten innerhalb der Verzeichnisstruktur

Dsquery.exe Suche nach Objekten im Verzeichnis

Dsrm.exe Entfernen von Objekten aus dem Verzeichnis

Gpresult.exe Ausgeben der Gruppenrichtlinien-Einstellungen und der resultierenden

effektiven Rechte fiir Computer und Benutzer

Ntdsutil.exe Administrationsarbeiten am Active Directory; vor allem fiir Wartung und
Reparatur wichtig

Tabelle 3.7: Kommandozeilentools fiir die Administration des Active Directory

Systemmanagement und Sonstiges

Kommando Kurzbeschreibung

At.exe; Schtasks.exe  Einrichten, Andern und Entfernen von Tasks fiir die zeitgesteuerte Abar-
beitung von Programmen

Cmd.exe Starten einer neuen Instanz des Befehlsinterpreters

Tabelle 3.8: Kommandozeilen-Tools fiir das Systemmanagement und andere Aufgaben
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Kommando Kurzbeschreibung

Color Einstellen der Farbe fiir das Fenster des Befehlsinterpreters

Date.exe Einstellen des Systemdatums

Exit Beenden der laufende Instanz des Befehlsinterpreters

Runas.exe Starten eines Programm unter einem anderen Benutzerkonto

Shutdown.exe Erlaubt ein Herunterfahren des Servers

Start.exe Startet in einer neuen Instanz des Befehlsinterpreters das angegebene
Programm

Systeminfo Ausgabe von Informationen zu wesentlichen Hardware- und Betriebssys-
temparametern

Taskkill.exe Beenden eines laufenden Prozesses

Tasklist.exe Anzeige der laufenden Prozesse

Telnet.exe Clientsoftware, um auf einen Telnet-Server zuzugreifen

Time.exe Einstellen der Systemzeit

Title Einstellen des Fenster-Titels des Befehlsinterpreters

Ver Anzeige der Windows-Version

Whoami.exe Ausgabe von Informationen zum angemeldeten Benutzer

Winnt.exe/ Kann zur Installation oder zum Update sowie zur Nutzung der Wiederher-

Winnt32.exe stellungskonsole eingesetzt werden

Tabelle 3.8: Kommandozeilen-Tools fiir das Systemmanagement und andere Aufgaben (Forts.)

3.8 Fragen und Ubungen

Wie nennt man die Erweiterungsmodule der MMC und wie werden sie eingebunden?
Wo erscheinen Meldungen des Betriebssystems?

Wie automatisieren Sie regelmdfig durchzufiihrende Arbeiten auf Windows Server 2003-
Serversystem?

F  Mit welcher Tastenkombination wird der Task-Manager direkt gestartet?

F  Wie 6ffnet man die Kommandozeile, um Kommandozeilen-Tools benutzten zu kinnen?
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