
Preface

This workshop addresses the design and realization of anonymity services for the
Internet and other communication networks. The main topics of the workshop
are

– Attacks on Systems,
– Anonymous Publishing,
– Mix Systems,
– Identity Management, and
– Pseudonyms and Remailers.

Anonymity and unobservability have become “hot topics” on the Internet.
Services that provide anonymous and unobservable access to the Internet are
useful for electronic commerce applications (obviously with the need for strong
authenticity and integrity of data) as well as for services where the user wants
to remain anonymous (e.g. web-based advisory services or consultancy).

I would like to thank the other members of the program committee John Bor-
king, Marit Köhntopp, Andreas Pfitzmann, Avi Rubin, Adam Shostack, Michael
Waidner, and Sonja Zwissler for their helpful hints, for doing the reviews, and
for their patience. A special thanks is dedicated to Lila Finhill of ICSI for her
help in all administrative and financial concerns, and Christian Schindelhauer
for his support on LaTeX.
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Organization

This workshop was held at the International Computer Science Institute (ICSI),
Berkeley, California, July 25-26, 2000.
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